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Abstract 

Purpose – The purpose of this article is to analyse and understand the contemporary management of 
e-ID development to: a) identify and formulate challenges and b) reflect upon the use of a combination 
of perspectives. In order to generate knowledge on this issue we investigate e-ID development in 
Sweden from: an e-government systems development life-cycle perspective and a project challenge 
and critical success factor (CSF) perspective.  

Design/Methodology/Approach – This is a qualitative case study covering an analysis of the three 
years in a larger project focusing e-ID in a public e-service setting. Empirical sources have been face-
to-face interviews, official documents, and different kind of forums for presentations and discussions 
in for example hearings arranged by authorities, meetings with the coordinating agency, and 
practitioners’ networks events. 

Findings – This study concludes that there are significant challenges involved in managing e-ID 
development due to its contextual and integrated character. Challenges involve the organization and 
management of the program and can be traced back to e-government, general project management 
literature and theory on path dependency. Based on this study we can question, e.g., governance 
models, centralization, and a narrow focus on the technical artefact. Our study is also an illustration of 
a possible way to analyse e-ID within an e-government initiative.  

Practical implications – The present research shows that an e-ID can be considered as a back office 
enabler for launching e-services, but also highlights the need for management of the artefact as an 
integral part of e-service development because it is intertwined with the use of e-services from a user 
perspective. This aspect, together with the insights related to challenges and success factors including 
path dependency provide implications for future practice of e-ID management and development in 
particular and IS artefact development in general. 

                                              
1 This manuscript builds on an idea developed and partially explored in Melin, U., Axelsson, K., Söderström, F. (2013): 
Managing the Development of Secure Identification – Investigating a National e-ID Initiative within a Public e-service 
Context,  European Conference on Information Systems (ECIS), Utrecht, The Netherlands, In: Completed Research, Paper 
63, http://aisel.aisnet.org/ecis2013_cr/63 
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Originality/value – This article addresses challenges related to the development of e-ID in a public e-
service setting. Few studies have theoretically combined a life-cycle perspective on challenge and 
success factors related to e-ID development while also focusing different dimensions of path 
dependency as an example of a challenging area within a program frame. Studying e-ID as a 
contemporary phenomenon from a contextual perspective in line with sociomaterial thinking – with a 
focus on the interplay between technology and people – can also help us to understand and discuss 
artefact development in general. 

Keywords – e-ID, electronic identification, implementation, public e-services, e-government, project 
management, path dependency. 

Paper type – Research paper 
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1 Introduction 

Electronic identification (e-ID) is an important prerequisite and key enabler for the secure 
identification, authentication and digital signing via the Internet and as a part of all aspects of secure e-
service design (European Commission, 2010; 2015a; Halperin and Backhouse, 2008; Price, 2008; 
Rössler, 2008). As users, and digitized citizens, we become increasingly reliant on electronic solutions 
that give us a certain level of utility and trust, and use e-ID solutions to interact with local and central 
government (Collings, 2008) in an e-service context. Developing and implementing e-services and e-
IDs continue to receive much attention in practice. In Europe, for example, individual EU states had 
issued e-ID solutions to more than 22.5 million citizens already in 2008 (Collings, 2008) and there is 
more to come in the area of development and distribution of e-IDs (Halperin and Backhouse, 2008). 
Significant investments are needed in development of e-government in general (Irani et al., 2005; 
2007), trying to create new opportunities in the public sector’s delivery of e-services which in turn 
requires identified citizens. Accordingly, an e-ID is of paramount importance for almost all e-
government service applications (Rössler, 2008) and pointed out as one of the building blocks to 
provide secure electronic cross-border transactions and services (European Commission, 2015b) as a 
part of creating a Digital Single Market creating such online opportunities (European Commission, 
2015a). 

Developing, implementing and managing public e-services and secure e-ID solutions are challenging 
(Rissanen, 2010; Bühler et al., 2014; Liginlal et al., 2012) and require coordination and management. 
The European Commission recognises that common standards in issuing procedures are highly 
desirable in the field (Collings, 2008). Such procedures include people, processes and technology 
(ibid.), which stresses the complexities and interwoven character of an e-ID as an artefact in an e-
service and in an institutional (or governmental) arrangement; not an isolated technical artefact. The 
fact that path dependency is present (Kubicek and Noack, 2010b) is also a challenging aspect for the 
development of e-IDs and formation of information systems (IS) strategy in general (Peters et al., 
2002). Path dependency theory has its origin in economy, but is also applied in sociology, political 
science and organization theory. Industry evolution and technology adoption processes are areas of 
exploration. Path dependence originates from the idea that: “[…] a small initial advantage or a few 
minor random shocks along the way could alter the course of history” (David 1985) (Page, 2006, p. 
87). In this article different types of path-dependency will be analysed and discussed in relation to the 
empirical case. 

Managing e-ID development can on a general level be governed by an active role of the government, 
and/or managed by market driven solutions (cf. Grönlund, 2010; Kubicek, 2010). The reported fact 
that several e-government initiatives in general face a number of challenges of complexity and risk is 
another factor that calls for further studies (Irani et al., 2007; Gil-García and Pardo, 2005; Rosacker 
and Olson, 2008), using the development process of e-IDs as a contemporary example. The embedded 
complexity and risk in development and implementation projects can be considered as one explanation 
to why reports on project failures are common. An important issue for IS project management and e-
government, in practice and research, is to understand how we organize initiatives like this and why 
some initiatives progress to success while others end in failure (e.g. Heeks and Stanforth, 2007; Melin 
and Axelsson, 2009; Christiansson et al., 2015). 

Scholars have started to investigate e-ID development, but often from a technical oriented perspective 
focusing on the artefact as such as a part of e.g. an e-government initiative. However, this perspective 
represents much more than an information technology development perspective; “[…] the technology 
is only the customer facing front-end of a complex set of organizational structures, policies, and 
processes that are designed to provide particular services.” (Grant and Rose, 2010, p. 29). On an 
overall level, there is a strong technical bias in the research and development of identity management-
related concepts (Otjacques et al., 2007). Therefore, we argue that there is a need for more contextual 
studies focusing on implementation, processes and organizational settings and in accord we suggest a 
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program level analysis of the e-ID development to achieve a contextual perspective beyond the 
technology. 

In this article the management of e-ID development in Sweden is studied as an example of a national 
e-ID program initiative. Learning from the past and from the experiences of different development 
initiatives is essential for the development of public e-service (Irani et al., 2007). There is also a call 
for empirical e-ID development studies moving away from the technical artefact (Halperin and 
Backhouse, 2008) to broaden the scope of the consequences of this specific kind of technical solutions 
(cf. Otjacques, 2007). The actions within the initiatives studied in this article are a response to what is 
perceived by the Swedish Government as poor centralized coordination of e-ID solutions. The poor 
coordination in this case have later been acknowledged by the Government forming of the e-
identification (e-ID) Board that focuses solely on coordination and sustainable development of the e-
ID solution. 

Based on the reported fact (above) that e-government development initiatives, and especially inter-
organizational projects, face a number of challenges, this article argue for a more thorough 
understanding of e-ID development within a public e-service context. The overall purpose of this 
article is to analyse and understand the contemporary management of e-ID development to: a) identify 
and formulate challenges, and b) reflect upon the use of a combination of perspectives. In order to 
generate knowledge on this issue we investigate e-ID development in Sweden from: a) an e-
government systems development life-cycle perspective (Heeks, 2006) and b) a project challenge and 
critical success factor (CSF) perspective (Gil-García and Pardo, 2005). The e-ID development is 
regarded as a process and a special case of an IS development (ISD) initiative; performed under a 
certain set of laws and regulations, and therefore interesting to learn from. The research questions are: 
1) What challenges and success factors are represented in a national e-ID development initiative?, 2) 
How can we judge the success/failure of an e-ID development initiative using a life-cycle framework?, 
and 3) What can we learn from the management of development of e-ID in a public e-service context 
on a program level, taking path dependencies into account? 

After this introduction, the article is organized in the following way: in Section Two related research 
and theories on managing e-government and e-ID development are addressed; this section is followed 
by the research design in Section Three and a case study introduction in Section Four. The article 
continues with analysis and findings from a life-cycle perspective together with challenge and CSF’s 
in Section Five; and finally, the article is concluded and discussed in Section Six, also with 
suggestions for further research. 

2 Related Research 

Within this section identity and identification are briefly defined and an outlook of previous e-ID 
studies is made, followed by a discussion about management of e-ID development from a program and 
a life-cycle perspective. 

2.1 e-ID in a Public e-Service Context 

An e-ID builds on identity as a central element. On a general level, identity can be viewed as a “[…] 
dynamic collection of all attributes related to a specific entity, normally a citizen but the concept can 
be extended to include an enterprise, or object. […] an identity is what allows entities to be 
distinguishable.” (Collings, 2008, p. 62). This makes identity a critical component in several 
transactions (social, economic and administrative). Identification can be defined as “the process of 
using claimed or observed attributes of an entity to deduce who the entity is.” (Kubicek, 2010, p. 10). 
The field of identification and identity contains technical as well as social aspects of organizational 
and personal identity (Lyon, 2009; Söderström and Melin, 2012). There are studies focusing on 
identification (Seltsikas and O’Keefe, 2010; Whitley and Hosein, 2008), and on organizational and 
personal identity (e.g. Beynon-Davies, 2011; Kotlarsky and Oshri, 2005). Studies of identity in the IS 
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field focus e.g. on identity management (Barnard-Wills and Ashenden, 2010; Kubicek, 2010; Kubicek 
and Noack, 2010b; Otjacques et al., 2007) and policy engagement processes (Whitley and Hosein, 
2007). Some studies have focused on the concept of national e-IDs and identity cards. In Denmark, for 
example, the development of the Danish e-ID has been described as a troublesome way of developing 
a national e-ID, despite a political attention and a high degree of e-readiness. The case of the Danish e-
ID was also described as a paradox, and the main problems of implementation were related to privacy 
concerns, a lack of inter-governmental coordination, and a lack of private-public sector cooperation 
(Hoff and Hoff, 2010). Another Scandinavian e-ID initiative, the Finnish Electronic Identity (FINE-
ID) card, failed to realize due to a poor uptake on a market with already existing commercial e-IDs 
(Rissanen, 2010) which in turn demonstrates the challenges at hand in reaching high diffusion and use 
for state issued e-IDs diverging from private sector use. While the e-ID artefact itself and different 
country based strategies or programs have continued to be focused in e-ID research, scholars also 
seem to have broadened the scope recently of potential aspects affecting its implementation and use as 
well as its societal benefits and challenges. For example, studies have focused on challenges regarding 
usability when delivering a national e-ID with a high level of security (Bühler et al., 2014) and also 
acknowledged different types of barriers towards adoption of digital identities (e-IDs) such as socio-
technical and/or cultural (Liginlal et al., 2012). In addition, the development of multi-purpose smart 
cards such as card based national e-IDs has also raised privacy and security concerns (Shukri and 
Hafiz, 2015) as well as a need to safeguard the individual’s rights in relation to digital identities 
(Sullivan and Stalla-Bourdillon, 2015). The very strong current development of the mobile platform 
has also raised concerns of new threats for identity management as a result of the convergence of the 
Internet and mobile platform (Jøsang, 2013). Further, initiatives trying to harmonize national e-IDs 
enabling interoperable cross-border services, e.g. the eIDAS regulation described below, have also 
gained considerable focus (e.g. Dumortier and Vandezande, 2012; Cuijpers and Schroers, 2014). 

In digitizing Europe for example, the e-ID has been regarded as an important back office enabler for 
launching e-services and transforming government (European Commission, 2010) and sometimes 
mentioned as “other ICTs”, together with database, networking, tracking and tracing (Jaeger, 2003; 
Zissis and Lekkas, 2011; Yildiz, 2007). Lately, the e-ID has received more attention since it has been 
identified as one of the key enablers of the Digital Single Market initiative with the aim of minimizing 
barriers and creating online opportunities (European Commission, 2015a). Thus, the e-ID is 
considered to be one of the building blocks to provide secure electronic cross-border transactions and 
services (European Commission, 2015b). To realize this cross-border European e-ID, the eIDAS 
regulation (EU No 910/2014) will provide the legislative framework and this development was 
motivated by the need of broadening the scope of the e-ID to include important aspects such as cross-
border functionality. In turn this also addresses the too narrow focus of the previous e-Signature 
Directive (1999/93/EC) (European Commission, 2015c). 

Turning back to the Swedish context, Grönlund (2010) focuses on the national e-ID emergence, where 
the market approach is further investigated and describes the Swedish e-ID, prior to the development 
focused in this article (e.g. the creation of the e-ID board and a more centralized approach), as a fairly 
complex solution based on a market approach with no central governance, but with a good service 
supply and use (ibid.). Given the focus of these studies of national e-IDs, we identify a need to 
investigate the Swedish e-ID further. 

Launching e-IDs for citizens and businesses is very important for the governments in order to realize 
e-government policies and to provide better services to citizens, in an efficient, secure and trusted way 
on national as well as imminent transnational levels. Kubicek and Noack (2010a, p. 237) describe the 
rollout phases of e-ID projects and reflect upon the choices of different solutions for e-IDs and digital 
signatures. A high degree of path dependency is identified e.g. in Denmark and Sweden (ibid., p. 240) 
based on the fact that these countries are not following the European standards of hardware-based 
solutions for IDs and digital signatures. This is one aspect that describes the challenges related to the 
management of national e-ID development and the need to have a contextual perspective when 
investigating e-ID. A contextual focus taking the point of departure in the reasoning when IT artefacts 
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and organizations both arise at the intersection of social and material phenomena (Leonardi and 
Barley, 2008) and where the interplay between technology and people is in focus (i.e. an ensemble 
view; Orlikowski and Iacono, 2001). A combination of the interests of e-ID development, 
implementation and use from a sociomaterial perspective (further elaborated below) is to our 
knowledge not found in the literature and therefore interesting to explore in this research. 

Within a European context there is good practice reported in INT-IS-IOP cases (Good Practice Case, 
2006). If we take a look at Estonia, for example, their model is highly centralized and standardized 
with centrally provided unique identification number for each Estonian resident. This model is also 
combined with a central single point of access to public services (an e-citizen portal). The 
development model and governance structure used in Estonia is another example of path dependency 
addressed above. The national context and the overall governance traditions and models is determining 
the domain also of the development of e-ID, e.g. what is desirable and possible to accomplish in this 
area. 

Path dependency, introduced above, is relevant to discuss in relation to development and 
implementation of e-ID. Kubicek and Noack (2010b) studied four national e-ID identity management 
systems (eIDMS) in Europe. They identified three types of paths; technological, organisational, and 
regulatory. One conclusion is that path-related decisions can concern the technical dimensions of an 
eIDMS, the organisational arrangements surrounding and supporting it, and the pattern of regulation. 
Kubicek and Noack (2010b) also reflect on how the creation of how new organisational or regulatory 
paths affects the establishment of new institutions and a change in contextual factors (e.g. legal 
structures and administrative structures on a national level). Using path dependency as a vehicle for 
understanding these issues is an important aspect for the present study, using a contextual perspective 
on the contemporary management of e-ID development in Sweden. 

If we return to the more general definition of path dependency, Page (2006) interpret the concept of 
path dependence, based on David (1985), as almost metaphorical. Page (2006, p. 88) defines the 
meaning of path dependency as: […] current and future states, actions, or decisions depend on the path 
of previous states, actions, or decisions.” In this work, and a literature review, Page (ibid.) also reveals 
four related causes in path dependency: (1) increasing returns, (2) self-reinforcement, (3) positive 
feedbacks, and (4) lock-in. In short, increasing returns means that greater benefits are expected when 
more choices or actions are taken, self-reinforcement means that a set of forces or complementary 
institutions encourage certain choices to be sustained and positive feedback means that the same 
choice is made by other actors and that the particular choice or action thereby receives positive 
externalities. Lock-in, finally, express that one action/choice becomes better than another because a 
sufficient number of people have already made that particular choice. 

Studies of IS strategy and path dependency focusing on the evolutionary dimension of paths (e.g. 
Peters et al., 2002) also concludes that the paths of evolution cannot easily be reversed and that they 
shape the future path of the evolution of and organization (cf. Mintzberg, 1989). Using this 
perspective, we can conclude that past changes shape the current context of organizations (Ayres, 
1994) or other collective, coordinated, efforts (Peters et al., 2002). Ayres (1994) link the existence of 
path dependency with the role of the IT champion and his/hers vision since the vision plays an 
important part in the evolution of an IS strategy and in change. 

2.2 Managing e-ID Development 

Rose and Grant (2010) report that the implications of e-government growth and evolution are not 
obvious. There are several unintended consequences and unfulfilled expectations. This calls for further 
studies of the management of such initiatives. The sections below describe theoretical points of 
departure for the management of e-ID development. 
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2.2.1 Managing e-ID Development – A Life-cycle Perspective 

Viewing development of e-government in different life-cycle phases is common. Heeks (2006) 
describes that an e-government development project typically consists of five stages; (1) project 
assessment, (2) analysis of current reality, (3) design of the new system, (4) system construction, and 
(5) implementation and beyond. The development model for e-government suggested by Heeks 
(2006), and applied by e.g. Melin and Axelsson (2009), has several similarities with traditional 
systems development life-cycles or so called waterfall models (e.g. Avison and Fitzgerald, 2003; Tsai 
et al., 2009). The development of public e-services, including e-IDs, takes place in a certain context, 
but the tasks performed in each stage seem to be more or less the same. As mentioned above these 
phases will be used to structure the analysis (Section 5.1) in this article. Project assessment (1) in the 
development model, described by Heeks (2006), is the identification of possible e-government 
projects. In this phase, the outline of basic project parameters is completed, together with the 
assessment of whether or not to proceed with the project. E-government projects are typically oriented 
towards pragmatic problem solving or opportunity seeking (Heeks, 2006, p. 162). An opportunity can 
arise from different sources (internal or external). Analysis of current reality (2) includes the creation 
of descriptions of information, technology, processes, objectives and values, staffing and skills, 
management systems and structures, and other resources such as money and time. This stage consists 
of a mixture of hard and soft techniques such as an IS audit, an IS analysis, a problem analysis, a 
context analysis, etc., in order to build an overall map. A SWOT analysis can be conducted at this 
stage (ibid.). The design stage (3) consists of setting objectives related to dimensions (objectives) of 
the new system (including hardware and software). Organizational processes are also necessary to take 
into account from a design perspective. System construction (4) consists of the process and activities 
in acquiring new IT, undertaking detailed design of the new e-government system, building it, testing 
it, and documenting it (ibid.). The last stage, implementation and beyond, (5) is represented by the 
planning of implementation processes (training users, data conversion, systems maintenance activities, 
introducing the new system, monitoring and evaluating performance and context) (ibid.). In accord, 
diffusion and use of the system is not a part of the scope of this article. 

2.2.2 Managing e-ID Development – A Challenge and CSF Perspective 

The challenges in managing e-government development, with e-IDs as one part, can be related to 
factors covering: information and data, organizational and managerial issues, legal and regulatory 
preconditions, and overall institutional and environmental aspects (Gil-García and Pardo, 2005). One 
critical barrier that needs to be overcome is the delaying factor of the lack of organizational 
cooperation (Kubicek and Hagen, 2000) in inter-organizational projects or programs. In general, 
agencies tend to act too independently – the initiatives tend to be poorly coordinated (Irani et al., 
2007). This lack has also been the reality when it comes to the historical development of the national 
e-IDs (Grönlund, 2010; Söderström and Melin, 2012). There are several reported challenges when 
managing e-government initiatives. Reasons for failure are multifaceted (Sarantis et al., 2011), but 
some common reasons are: lack of internal ownership, a weak strategy and/or vision, poor project 
management (including management of technology), unsuitable technological infrastructure, and 
challenges related to data interchange. Interestingly, over-reliance on IT as a main driver for e-
government development and inadequate administrative reform/process change are patterns also 
mentioned (ibid.). Kubicek and Hagen (2000) present six key areas of barriers to be overcome for 
fewer delays, failures and obstacles in e-government development. The first key area is the lack of 
organizational cooperation, the second key area is the deficiency of legal regulations, and the third key 
area is the necessary area of pre-conditions in regard to technology and, fourth, in regard to human 
factors. The last barriers are the lack of appropriate funding and political support. Signs of project 
failure in general are reported by e.g. Reel (1999) and seem to be relevant and present also in e-service 
development of today (Heeks and Stanforth, 2007; Melin and Axelsson, 2009). Those signs can be 
linked to the e-government patterns above. Examples are: project managers do not understand users’ 
needs, the project scope is ill-defined, project changes are managed poorly, the chosen IT changes, 
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business needs change, deadlines are unrealistic, users are resistant, sponsorship is lost, the project 
lacks people with suitable skills, and managers ignore best practice and previous lessons learned 
(ibid.). 

Going back to e-government in particular, Gil-García and Pardo (2005) propose five categories of 
challenges for e-government initiatives. These categories will be used to structure the analysis in 
Section 5.2. The categories are: (1) information and data, (2) IT, (3) organizational and managerial, (4) 
legal and regulatory, and (5) institutional and environmental. Adapted from Gil-García and Pardo 
(2005, p. 191-192), using Melin and Axelsson (2009) as a point of departure, and including a source 
covering software development risks to project effectiveness (Jiang and Klein, 2000), the categories 
can be summarized as follows: Information and data (1) covers the capture, management, use, 
dissemination, and sharing of information (ibid.). There are also aspects of data quality and data 
accuracy in this category, important in e-government initiatives. In the IT category (2) usability and 
security issues, technological incompatibility, technological complexity, technical skills and 
experience, and technological innovation are present. Organizational and managerial challenges (3) are 
considered to be the main challenges to ISD initiatives. The size (scope) of project, strategic alignment 
(IT and organization) and the diversity of users and organizations involved are important factors in 
this category. Dawes and Pardo (2002) also address the existence of multiple, partially conflicting 
goals in the public sector, which is critical for e-government initiatives. Legal and regulatory changes 
(4) represent the formal rules that government organizations operate upon. Restrictive laws and 
regulations must be taken into account when developing e-government in general and e-IDs in 
particular. The institutional and environmental challenges (5) are the institutional framework in which 
governments operate (ibid.) and include the policy environment. Norms and actions are also examples 
of the policy environment which is important for the success or failure of e-government development 
initiatives (Gil-García and Pardo, 2005). The authors (ibid., p. 193) discuss that “privacy and related 
security issues are challenges that must be adequately addressed in government IT initiatives” and that 
security issues are linked to (2), (4) and (5) above. Our research is one way of addressing e-IDs as a 
part of the supply of secure e-services. 

Handling challenges and achieving success in e-government is not only a question of choosing the 
appropriate technology; it also includes managing capabilities in organizations, and regulatory and 
environmental conditions (ibid.). Looking at the other side of the coin (handling challenges above), the 
literature in the area of e-government and ISD projects reports on several sets of success factors. Gil-
García and Pardo (2005) and Ho and Pardo (2004) have carried out literature reviews of key success e-
government strategies. Examples of CSF’s are top management commitment, project linkage to 
business, technical alignment, knowledgeable personnel, and user involvement. 

Challenges and success in managing e-ID development can also be linked to how we frame the 
development initiatives. Rose and Grant (2010) propose a conceptual framework supporting the 
management (planning and implementation) of e-government programs (a collection of 
projects/initiatives). The framework, built around traditional marketing mix components, takes a point 
of departure in customer (citizen) focus and a relationship management perspective. Aspects like 
price, product, place, and promotion (4Ps) are addressed within a customer relationship management 
(CRM) approach (e.g. Schierholz et al., 2007). Each of the aspects in the conceptual framework 
includes critical issues derived from a literature review in the field of planning and implementation of 
e-government initiatives (ibid.). Rose and Grant (2010) emphasize that program management 
significantly can contribute to an overall success of a program. They list critical program management 
issues and relate them to e-government. A strong and active leadership is at the top of the list followed 
by several aspects linked to the broad spectrum of e-government programs being far more than 
technology implementation programs. Aspects like change management, policy, processes, structures, 
as well as laws and regulations are also identified as important (Gant and Gant, 2002). A rather 
centralized approach is proposed to ensure that a program is implemented in a consistent way 
throughout various agencies (Rose and Grant, 2010; Ke and Wei, 2004). Consistency should also be 
based on a robust strategy (ibid.), including political and bureaucratic support and funding. Due to the 



9 
 

numerous internal and external stakeholder groups with different agendas the issue of defining the 
program’s goals, scope and outcome is cumbersome. Another CSF is the coordination of e-
government programs on different levels (federal, provincial/state, and local level [Jaeger and 
Thompson, 2003; Rose and Grant, 2010]). To ensure privacy and security is also considered as a 
critical issue in the literature study (above). 

3 Research Approach 

This is a qualitative case study (Walsham, 1995). This article reports an analysis of the first three years 
in a larger longitudinal project focusing e-ID development in a public e-service setting between 2011 
and 2014. The overall area of interest is to study policies, implementation and practice of e-ID in 
Sweden, including key actors, important decisions and events (cf. Langley, 1999), challenges and 
limitations related to the governance, as well as development and use of e-IDs. The overall project 
involves studies of the development on different levels; governmental actors, forums, descriptions 
(official documents published online or distributed in other ways), and case studies on organizational 
levels of implementation of e-IDs. 

One way to investigate e-ID development and implementation is to divide the process in different 
phases; like any ISD project with generic phases such as analysis, design, construction, and 
implementation (e.g. Avison and Fitzgerald, 2003; Axelsson and Melin, 2009; Heeks, 2006). 
According to Tsai et al. (2009) government agencies often use traditional ISD life-cycles with generic 
phases. In the analysis below, inspired by Axelsson and Melin (2009), five generic stages are used to 
structure, assess and analyse the degree of success or failure in the e-ID development case. The 
analysis below is therefore structured based on the different stages in an e-government system life-
cycle described by Heeks (2006), and on challenges to e-government identified by Gil-García and 
Pardo (2005), introduced above. In other words these theories have been used as guides and an 
analytical lens for structuring and analysing (Walsham, 1995) empirical data from the national e-ID 
program studied and the documents governing the initiative. The aim of explicitly using the concepts 
from Heeks (2006) and Gil-García and Pardo (2005) as lenses is also to contribute to that body of 
knowledge. At the same time the analysis tries to discover new concepts, areas and issues in the 
empirical material in an explorative matter as a part of a reflexive (Van de Ven, 2007) research 
approach. Adding a sociomaterial view (Orlikowski, 2007; Leonardi and Barley, 2008) together with 
an ensemble view on e-IDs is an example of the reflexive research approach, as this point of departure 
is fruitful in order to make the contextual aspect in this piece of research more explicit. The contextual 
perspective is distilled and applied in this study when we express the need to take future use and 
organizational characteristics of different settings (e.g. the organization of future work processes and 
different stakeholders use of e-IDs) and material dimensions of e-ID artefacts (e.g. the physical 
representation of e-ID carriers [cards] and card readers, unpacking the often unpacked black-boxed 
technology [Orlikowski and Iacono, 2001]) and taking them into account acknowledging path 
dependency when designing future e-ID solutions. The program perspective introduced above also 
helps us to broaden the scope. Another important aspect from a sociomaterial view is the bridging of 
the activities between development and future use (Leonardi and Barley, 2008) and the dynamic 
interplay between technology and people from an ensemble view of technology (Orlikowski and 
Iacono, 2001). 

Important empirical sources have been the 11, on site, face to face, semi-structured qualitative 
interviews lasting approximately 1 hour each, with different actors deeply involved in the e-ID process 
e.g. an office manager of the e-ID Board, a government security expert, an e-ID concept manager and 
several agency e-ID development representatives, different kind of forums for presentations and 
discussions such as hearings and annual seminars arranged by authorities (e.g. the e-ID Board), 
meetings with the e-ID Board, practitioners’ networks events and documents (e.g. the Swedish e-ID 
practitioner network hosted by the Swedish Computer Society and government level policy documents 
and reports). The respondents (described above) were identified by snowball sampling (Patton, 1980) 
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and represent e-service providers such as central government agencies, local authorities and health 
care regions as well as the provider of the technical e-ID solution itself.  

4 Case Study Introduction 

The emergence of the present national public e-ID policy in Sweden can be traced back to the end of 
the 1990s, when the government started to investigate the future use of public e-services. The need for 
secure and coordinated solutions for identification was pinpointed in this work. Internet banking (e-
banking) was already well established by then as a channel for delivering banking services and had an 
installed base of solutions for identification. In 2000/2001, The Swedish Tax Agency got the 
commission to investigate a national e-ID solution for the public sector, resulting in the first set of 
frame agreements with e-ID providers. Frame agreements that agencies need to follow during a certain 
period of time. Accordingly, this government initiative, called the SAMSET project (RSV, 2003) 
(overview in Figure 1) was the starting point of the public e-ID of today (Grönlund, 2010; Söderström 
and Melin, 2012). The market driven e-ID delivery model was chosen for several reasons; 1) to 
support competition among providers, 2) to promote e-IDs as an important driver for further e-service 
development, and 3) to avoid investments in e-ID (Grönlund, 2010). Grönlund (ibid., p. 196) describes 
the market driven model as advanced: “Not only the e-IDs themselves but also the control structure, 
the certification system, was left to the providers.” Other major incentives behind this approach were 
the public sectors’ potential access to the significant stock of e-banking customers already established 
(Söderström and Melin, 2012) and potential efficiency gains by an increased level of service 
automatization. 

In mid-2015 the banking sector had approximately 6.5 million identified customers/users with an 
estimated yearly transaction volume of over 1 billion. Approximately 90 % of the e-ID use in Sweden 
is currently related to e-banking services (provided by the BankID consortium) and 10 % is related to 
public e-services (BankID, 2015). 

 

2000-2003 
SAMSET

2003-2005 
E-Board

2000 2017
2001 2002 2003 2004 2005 2006 2007 2008 2009 2010 2011 2012 2013 2014 2015 2016

2003-2006 
24h Delegation

2006-2008
Verva

2009-2015
E-Delegation

2011-
e-ID Board

 

Figure 1. Overview of Swedish governmental e-ID actors 

 

Apart from the initial SAMSET project, several governmental actors have historically been active in 
developing the Swedish e-ID as illustrated in Figure 1 above. After the SAMSET-project, the E-Board 
focused on further defining the e-ID as well as developing guidelines for the e-ID (E-Nämnden, 2004) 
as well as its use in public e-services (E-Nämnden 2005). Acting in parallel from an added benefits 
perspective, the 24h Delegation focused on how to stimulate the development of public sector e-
services including the use of the e-ID (24-timmarsdelegationen, 2005). As the result of a more general 
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focus on public sector development, the Agency for Administrative Development (Verva) managed 
the development of the secure electronic exchange of information and safe handling of electronic 
documents between 2006 and 2008. In its final report (VERVA R 2008:12a, b), the agency pinpointed 
the need for: 1) a distinct definition of the Swedish e-ID and 2) a central coordinating body. As a result 
of this and other actions the e-Government Delegation (e-Gov Delegation) was created in 2009. Their 
role was to strengthen national inter-organizational development of e-government including e-IDs. 
This can be considered as a new wave in the Swedish management of e-ID development on a national 
level. As a part of the coordination, a technical infrastructure based on a solution where the 
government should act as a central node towards the issuers (e.g. the banks) was suggested. According 
to the e-Gov Delegation, this solution should serve as a basis for the technical interoperability for 
electronic identification and facilitate further diffusion and development in the area (SOU 2009:86; 
2010:62). Later on the delegation was appointed to investigate the next generation of inter-
organizational e-ID solution (SOU 2010:104). This initiative was driven by the fact that the current 
procurement model was outdated, without any reported option of renewal. The investigation resulted 
in a report, dominated by a technical oriented blueprint. In January 2011 the previously suggested 
coordinating authority (see above) named The Swedish e-ID Board was created, with a mandate to 
centrally coordinate, manage and develop sustainable e-ID solutions based on the investigation’s 
report. 

The main purpose of the e-ID Board, a subordinate agency to the Ministry of Enterprise and 
Innovation, is to coordinate and support the need for secure solutions for electronic identification and 
digital signing as a part of the provision of e-government services within the public sector (i.e. 
agencies, municipalities and regional health care). The e-ID board itself is headed by an appointed 
chairman and consists of six members with leading positions in the Swedish public sector. Together 
they represent the Swedish Companies Registration Office, the Swedish Post and Telecom Authority, 
the Swedish Association of Local Authorities and Regions, a legal perspective and the Swedish 
Pensions Agency. In addition to the Board members, there is also an office which holds a manager, 
two strategists, a legal expert and an administrator. Over the years, the e-ID board has also been forced 
to enlist the help of third party contractors such as technical security consultants. 

So far, the main task of the e-ID Board has been to develop and implement the new version of the 
Swedish national e-ID (Svensk e-legitimation) as described in their mandate. This work has been done 
under an extreme tight timeframe and the launch date has been pushed forward on several occasions. 
This mainly due to the fact that the development of the new e-IDs is a huge undertaking including 
aspects such as technical, commercial and legal and it even demanded a legislative amendment. 

Grönlund (2010) compares the historical Swedish e-ID development with other EU countries, and 
characterizes the Swedish approach, until 2010, as a fairly complex, and market driven, solution, with 
multiple contracted private e-ID providers, no centralized e-ID identity management system, and 
several e-ID card solutions in parallel. One has also to keep in mind that Sweden has a governance 
model with strong, rather independent, public agencies and relatively weak Ministries; at least 
historically, and policies are more negotiated than implemented top down (ibid). The National Audit 
Office in Sweden regards the political leadership as weak in this sense. As reported above, the Cabinet 
are more in control, however, since 2009 (Grönlund, 2010; SNAO, 2009). The proposal, above, by the 
e-Gov Delegation is a step towards a centralized e-ID infrastructure focused in this article. This 
includes aspects such as standardization, usability, privacy, and costs focus (ibid.). 

The e-ID solution developed by the Swedish e-ID board is characterized as being a federated e-ID 
solution where the e-ID board acts as a central node for the entire public sector. Hence, the providers 
of e-ID solutions must meet the requirements (the trust framework) as formulated by the e-ID board to 
become approved providers of the new Swedish e-ID. Further, the e-ID board becomes the sole 
contracting party towards the providers since it signs the agreements with the approved providers with 
the power of attorney of public sector actors. Hence the e-ID board also have to sign agreements 
regarding regulations and technical infrastructure with the e-service providers (i.e. the agencies, 
municipalities and health care regions). This federated structure has been put forth as a simplification 
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and a more flexible solution than the previous bilateral procurement model where the agreement was 
signed between one public sector actor and one e-ID supplier for a fixed period of time. From a user’s 
perspective this e-ID model also means that a central e-ID switch will be hosted by the e-ID board 
where the user selects his or hers preferred way of electronic identification among all approved and 
signed e-ID providers when using the public sector’s e-services (i.e. a central e-ID forwarding 
service). 

5 Analysis and Findings 

The analysis in the two first sections below is structured according to the life-cycle perspective on 
development followed by a challenge and CSF perspective on program management introduced above. 
When we discuss the findings from using the life-cycle and the CSF perspective we also add the 
dimension of path dependency introduced above. 

5.1 Managing e-ID Development – A Life-cycle Perspective 

A life-cycle perspective is introduced in section 2.2.1 above, and the different stages suggested by 
Heeks (2006) are utilized below to structure the analysis of the e-ID development initiative. 

Project assessment – E-government projects are typically oriented towards pragmatic problem solving 
(Heeks, 2006); the studied e-ID initiative is no exception. The current procurement model (and the 
frame agreement) in Sweden was outdated, so an explicit need for a new e-ID solution was present. 
Opportunity seeking (ibid.) is another orientation identified in the literature and in the empirical case. 
From a political perspective the e-ID initiative was a way of trying to stimulate competition among e-
ID providers and to have several actors on the future market. However, even if the external pressure 
from the outdated frame agreement were present, the initiative had scarce resources available. 
Therefore decisions were taken in order to postpone the deadline on several occasions which in turn 
influenced the next step below. 

Analysis of current reality – The analysis of the current reality in the e-ID initiative was initially 
extremely forced in time and temporarily staffed. The initial intention was to anchor the plan in 
different stakeholders’ (government agencies, providers, citizens etc.) views, but the report describing 
the current reality and the design has, instead, been developed in a more isolated and forced way. The 
report as such contained a principal blueprint of the next generation technical solution of the e-ID, 
based on a market driven approach. The contextual analysis (e.g. to include different governmental 
levels), is an important part of this stage according to the literature (Heeks, 2006), were put in the 
background in the project and the technology in the foreground. A SWOT analysis that can, for 
example, be completed at this stage (ibid.), was first operationalized in the referral process (below), 
increasing the risk of developing and managing and national e-ID solution that is not optimal. 

Design of the new system – important activities in this stage (Heeks, 2006) is the setting of objectives 
related to dimensions of the new system (including hardware and software). Organizational processes 
are also necessary to take into account from a design perspective. No IT artefact design (hardware and 
software) took place at this stage in the studied project; instead a more conceptual design of the system 
was made. The model proposed in the report was based in multiple contracted private e-ID providers 
and a federated e-ID solution with the e-ID Board acting as a central coordinating contractor between 
the e-ID providers and the e-service providers. According to the plan, the Board should deliver and 
maintain a central technical base structure (an Identity Federation) for the public sector. Important 
design issues (e.g. digital signing) were not solved in detail at this stage. In order to open up the design 
process and to collect feedback on the future e-ID report, the managing ministry initiated a referral 
process in the spring of 2011. Critique from actors in the public and the private sector was frequent, 
and several actors mentioned that the conceptual and principal development was not enough, it was 
interpreted as “too theoretical”. 
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System construction – this stage consists of the process and activities in acquiring any new IT, 
undertaking detailed design of the new e-government system, building it, testing it, and documenting it 
(ibid.; Melin and Axelsson, 2009). In the present case, still no IT artefact (application) is constructed; 
beyond the conceptual infrastructure is instead in focus also at this stage. This was still interpreted as a 
challenge, and compared to the existing, tested, and wide-spread market driven solution. The main 
purpose with the construction of the infrastructure for the national e-ID is to conceptually design 
secure e-ID solutions, to provide an agreement model, an infrastructure and regulatory framework for 
electronic identification and signing, and to procure additional technical services needed. Time 
consuming building of trust and acceptance was made in this phase trying to establish a dialogue. 

Implementation and beyond – the last stage, implementation and beyond, includes the planning of 
implementation processes introducing the new e-government system; monitoring and evaluating 
performance and context (Heeks, 2006). In the focused plan there are a number of activities such as 
changes in the constitution, preparation of agreements, technological development, and the 
establishment of frameworks for security and trust related to this stage. All these dimensions are 
challenges for the future implementation. A transition plan can also be seen as a critical part of the 
work to ensure a smooth transition from the current to the future model as a part of the implementation 
process. The latter aspect is an important issue for implementation and beyond (future use; i.e. how the 
suggested federated national e-ID solution will affect the current one) together with the intention that 
the model for e-IDs should be sustainable and flexible (SOU 2010:104); which is a challenge in itself. 

5.2 Managing e-ID Development – A Challenge and CSF Perspective 

This part of the analysis is based on challenges to e-government identified by Gil-García and Pardo 
(2005), introduced above (Section 2.2.2). The findings regarding these challenges and in some sense 
inverted success factors are used to assess the e-ID initiative and summarised below. Some of the 
empirical examples have also been used when discussing the life-cycle perspective above. Below, 
input from the theoretical section looking at the e-ID initiative from a program perspective (Section 
2.2.2) is integrated. The reasons for failure in this area are multifaceted (Kubicek and Hagen, 2000; 
Sarantis et al., 2011). Several challenges are present also in the e-ID development program. Related to 
the e-ID initiative ownership is a key issue within the Swedish model for governance (Section 2.2.2). 
The untested, conceptual, infrastructure for e-IDs is also a challenge from a program management 
perspective. 

Information and data – this category covers the capture, management, use, dissemination, and sharing 
of information. There are also aspects of data quality and data accuracy in this category (Gil-García 
and Pardo, 2005). The federated e-ID solution in the suggested new Swedish e-ID infrastructure 
demands data interchange between different actors (e.g. e-ID providers, e-service providers, attribute 
issuers, registrar). Data interchange is complex and a multi actor arrangement is also complex (cf. 
Jaeger and Thompson, 2003; Rose and Grant, 2010) from an information and data management 
perspective. 

IT – the technological conditions for the program are based on different existing e-ID artefacts on the 
market (installed base; the widespread BankID solution from e.g. Swedish banks with many users) as 
well as a technological base structure provided by the e-ID Board. In the studied case there is also a 
situation where the infrastructure and applications (e-ID solutions) are conceptually designed in 
parallel – resulting in an untested, conceptual and therefore abstract, e-ID infrastructure. One must 
also consider that there is no detailed IT artefact designed at this stage – this is also a possible risk 
(e.g. unprecedented technological constraints) and multiple standards and regulations coexist. Several 
issues, considered as challenges by Gil-García and Pardo (2005), are thus present in the 
implementation that we study; technological incompatibility and complexity and, to some extent, 
innovation. 

Organizational and managerial – the role of the e-Gov Delegation, and the e-ID Board, is perceived as 
unclear by actors from the different government agencies and commercial actors on the market. This is 



14 
 

a major challenge based on the need for strong and active program leadership that is placed at the top 
of the list of CSF’s by Rose and Grant (2010). The size and scope of the e-ID development program is 
also perceived as unclear, so is the ownership of the program (Sarantis et al., 2011). Taking into 
account the limited resources and the time pressure described above, this can definitely be perceived 
as a high risk program. This interpretation is also in line with e.g. Kubicek and Hagen’s (2000) 
reasoning. Due to the numerous internal and external stakeholder groups, with different agendas, the 
issue of defining the national e-ID program goals, scope and outcome is cumbersome. Dawes and 
Pardo (2002) also address the existence of multiple, and partially conflicting goals in the public sector, 
which is critical for e-government initiatives. Based on the analysis and findings in the present case 
above, e-ID development is no exception. Adding a complex infrastructure with relationships between 
technology, law and business model makes it even harder to communicate with different stakeholder 
groups. The latter aspect is highlighted in literature reviews as a major issue to succeed in (Rose and 
Grant, 2010; Schierholz, et al., 2007). If we look at the total scope of the program and the embedded 
projects, technical, legal and regulatory issues are placed in the foreground while contextual aspects 
such as organizational and user/using issues are put in the background. 

Rose and Grant (2010) as well as Ke and Wei (2004) propose a rather centralized approach to ensure 
that a program is implemented in a consistent way throughout various agencies. Consistency should 
also be based on a robust strategy according to Rose and Grant (2010), consisting of political and 
bureaucratic support and sufficient funding. As mentioned earlier the national context and history for 
the e-IDs has to be considered here. Sweden has a governance model with strong, rather independent, 
public agencies and relatively weak Ministries (Grönlund, 2010; SNAO, 2009). However, as reported 
above, the Cabinet is more in control, since 2009 and the creation of the e-Gov Delegation is a step 
towards a more centralized development of a national e-ID infrastructure. This includes 
standardization, usability, privacy, and costs focus. When the Swedish e-ID Board was created in 
2011, with a mandate to centrally manage and develop sustainable e-ID solutions, this was a step 
towards a more centralized approach, in line with consistency proposed by Rose and Grant (2010) and 
Ke and Wei (2004). 

Legal and regulatory – this category represents the formal rules that government organizations operate 
upon. Restrictive laws and regulations must be taken into account when developing e-government in 
general (Gil-García and Pardo, 2005) and secure e-IDs in particular. If we take a look at the studied e-
ID initiative changes in law and regulation are needed to implement and use the suggested e-ID 
infrastructure in practice. A public sector procurement model needs to be more flexible and allow 
parallel agreements with several providers (multiple sourcing); described as a system of choice. 

Institutional and environmental – challenges in the institutional framework in which governments 
operate (Gil-García and Pardo, 2005) and the policy environment are included here. Norms and 
actions are also examples of the policy environment which is important for the success or failure of e-
government development initiatives. As reported above, the Cabinet are more in control now. This is 
obviously a step towards a more centralized and consistent e-ID infrastructure (Rose and Grant; 2010; 
Ke and Wei, 2004) and a changed set of norms compared with the previous more decentralized 
national approach. This is in that sense challenging the existing norms and power structures (i.e. the 
independent authorities). Another aspect taking the environmental issues into account is the business 
model of the Swedish e-ID’s intention to create an e-ID federation structure that works effectively 
with benefits and incentives for different operators. It is also highlighted that the structure for the 
future e-ID provision should be evolutionary and adaptable to new conditions (SOU 2010:104). 
However, a balance between robustness and flexibility is hard to achieve in practice implementing e-
ID solutions since the solution itself adds complexity to several levels such as the technical and 
regulative ones. 

If we analyse the e-ID initiative from a program perspective (Rose and Grant, 2010) we can see that 
several aspects highlighted by Gil-García and Pardo (2005) above are overlapping. The contribution of 
management to the overall success of a program is one aspect; a strong and active leadership, change 
management, a contextual view of technology, laws and regulations are other important aspects. 
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5.3 Findings 

As reported above several challenges are present. The development and implementation initiative is 
oriented towards pragmatic problem solving (an outdated procurement model that needs to be 
replaced) and an explicit demand from public agencies (secure e-ID solutions for e-services). 
However, the problem solving and implementation process is forced in time and has scarce available 
resources as illustrated by the fact that the e-ID Board has postponed the launch date for the new e-ID 
solution on several occasions. The fact that the program scope is unclear, and even too broad (i.e. 
public sector wide coordination and development in parallel), and that the relation to the existing and 
dominating e-ID solution in Sweden (BankID) is unclear and hard to coordinate (i.e. bilateral business 
driven agreements) from a governmental perspective puts further pressure on the national e-ID 
program. 

Based on the three types of path dependencies identified by Kubicek and Noack (2010a), 
technological, organisational, and regulatory, we identify that the federated e-ID solution proposed by 
the e-ID Board challenge the dominating installed used base of BankIDs in Sweden (the technical 
dimension of the path). It is therefore hard to shape the new situation and context (Ayres, 1994) of the 
implementation of another e-ID solution in the national setting from an organizational path point of 
view. Pressure is also present from influential actors on the market questioning the initiative. This is 
an example of what Page (2006) labels as a dimension (among three other related causes) in path 
dependency. The self-reinforcement in this case is the set of forces or complementary institutions that 
the influential actors (the major government agencies in Sweden) are entirely dependent on the choice 
of BankID for their secure e-services to be sustained. 

Above, the national e-ID initiative is also analysed as a program and from a challenge and CSF 
perspective. Important findings based on this analysis is that there is a significant challenge in the 
designing of the infrastructure for e-ID (conceptually and applying it in parallel) and at the same time 
taking existing e-ID solutions into account. Even if there is a more robust strategy (cf. Rose and Grant, 
2010) as a baseline now, there are significant challenges related to organization and management of 
the program (scope, ownership, time, resources, governance structure, and design issues on a 
conceptual level). The involved actors are also heterogeneous and with different sets of needs and 
expectations ranging from leading agencies to less IT and e-ID experienced municipalities; and even 
agencies that propose that the historical and established solution is the most appropriate one (BankID) 
as a part of a self-reinforcement cause in path dependency (Page, 2006). This is a major challenge 
based on this dimension, but also the fact that this can be considered as a lock-in cause in path 
dependency (Page, 2006). The use of a certain e-ID solution (BankID) can therefore be interpreted as a 
choice that becomes “better” than an alternative solution (the new e-ID) because a sufficient number 
of people (in governmental organization providing public e-services using BankID; and end-users 
[citizens and bank customers] using the BankID solution) already have made that particular choice. 
The critique against the program putting the technological preconditions i.e. the new infrastructure, in 
foreground, and the user setting (e.g. citizens and professional users) together with the link to e-
services provided in the background, are other major challenges for the program. When the e-services 
are put in the background we argue that the contextual dimension of the program is downplayed. The 
need to integrate the context in order to successfully implement IS and IT is well known and reported 
in literature from a socio-technical point of and later on in terms of contextual IS development, 
implementation and use and the focus on sociomaterial practices (Orlikowski, 2007; Leonardi and 
Barley, 2008). Acknowledging a contextual perspective is also a part of the path dependencies 
illustrated above. Applying a contextual perspective from the general IS domain on e-ID development 
can help us identify and to handle shortcomings and challenges that are present and a result from a 
more limited view of e-ID development and management. Our study is therefore also an example of 
how to apply a set of socio-material aspects when analyzing e-ID development and implementation, 
acknowledging a contextual perspective and material dimensions of e-IDs. 
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The e-ID development program in Sweden is facing some of the challenges reported in Denmark and 
Finland (Hoff and Hoff, 2010; Rissanen, 2010) concerning e.g. privacy concerns, a lack of inter-
governmental and public-private coordination. This is important to learn from for both practice and 
research. Despite the more centralized approach, within the Swedish model of governance nowadays 
and the creation of the e-Gov Delegation and the e-ID Board, inter-governmental coordination is still a 
major challenge (challenging the decentralized governance structure in Sweden). This is another 
example of path dependency (Kubicek and Noack, 2010a; Page, 2006; Peters et al., 2002), and the 
organizational and regulatory dimension of it. Therefore an important finding is that the centralized 
approach suggested by Rose and Grant (2010) can be questioned; at least it is no silver bullet in 
managing successful e-ID development. Peters et al. (2002) claim that an IT-champion in the 
organization is very powerful. A critical question that we ask us based on this study: is the e-ID Board 
the (new) champion of the national e-ID development in Sweden? That is an open question, but so far 
they have not gained that status and trust in the development of a national e-ID. Looking at the market 
position and the installed base the Bank-ID solution and the joint business behind that e-ID solution is 
the champion shaping the market and an important actor in the paths outlined above. Therefore it is 
important to critically examine success stories of e-ID implementation (such as the one in Estonia, 
reported above). The relation to the widespread existing solution for e-banking (issued by the banks), 
the installed base, is also a challenge. Coordinating an area that is partially market driven, a sort of 
public-private partnership, is highlighted by the eID Board as a major challenge. However, this 
partnership is depending of both parties still supporting the e-ID program. The future e-ID solution is 
still heavily dependent on the market actors, i.e. the banks, still being willing to support the national e-
ID. As far as we have seen, a scenario where the banks are opting out of the e-ID scene has not been 
accounted for by the e-ID board, but still is a possible outcome due to development costs and a 
potentially less profitable business model. This is an issue challenging the CSF literature within e-
government (Rose and Grant, 2010; Ke and Wei, 2004). We have also identified that the management 
of e-ID development shares the challenges and possibilities in relation to e-government management 
in general (cf. Irani et al, 2007). 

Further, another specific challenge that must be taken into account is the relationship formed between 
(a) the end user (citizen), (b) the market actor (the bank as e-ID provider) and (c) the public sector (the 
public agency as e-service provider). If something happens to the relationship between (a) and (b), it 
will most definitely affect the relationship between (a) and (c). Hence, the market actor has the ability 
to enable, control and possibly restrict the citizen’s access to public e-services. Further, in the current 
e-ID solution, agreements are made between the e-service provider and the bank, but in the future e-ID 
solution, the e-ID board will act as the central contracting party for the entire and diverse public sector 
(cf. the scope discussed above). Though, the aim has been to simplify and centralize this process, we 
raise the concern that this possible single point of success can turn out to be a single point of failure. 
From a historical and more longitudinal point of view, the relations between the banks and the leading 
agencies have been constructive, fruitful and built on mutual trust, but what will happen when the e-ID 
Board will have the explicit role of trying to negotiate with the actors on the market? From what we 
have learned, there has not been any open dialogue between these parties yet, and the eID-Board has 
more or less taken the continued participation of the banking sector for granted. Hence, this is a central 
agreement and contextual aspects that we argue needs to be taken seriously in order to successfully 
manage e-ID development in a program. 

To sum up, the findings identified in the analysis of the development, implementation and 
management of the national program for e-IDs in Sweden reveal several challenges related to the: 

• Scope of the program and its path dependencies 

• Management of the program 

• Abstract system design 

• Resources, legitimacy and trust in the program and the coordinating body 
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• Relation to the existing and dominating e-ID solution 

• A multi-actor government and private setting 

6 Conclusions, Discussion and Further Research 

Below a concluding discussion will follow, together with theoretical and practical implications, 
limitations and suggested further research. 

6.1 Concluding Discussion 

The overall purpose of this article was to analyse and understand the contemporary management of e-
ID development to: a) identify and formulate challenges, and b) reflect upon the use of a combination 
of perspectives in to generate this knowledge. In order to generate knowledge on this issue we have 
investigated e-ID development in Sweden from: a) an e-government systems development life-cycle 
perspective (Heeks, 2006) and b) a project challenge and critical success factor (CSF) perspective 
(Gil-García and Pardo, 2005) including a program perspective. 

The challenges presented and analysed above has been related to different phases in a life-cycle 
(Section 5) and illustrates several of the challenges (and also contains several inverted CSFs) 
identified in the literature (Section 2 and 5). Challenges are also related to different dimensions of path 
dependency (technological, organisational, and regulatory) and illustrated empirically by e.g. the new 
e-ID solution challenging the established and wide-spread market solution (BankID) on a technical 
level and the problems involved in shaping a new situation and context challenged by influential 
actors in the market. Path dependency has informed the analysis of challenges in a novel way which, 
strengthen the originality of this research. 

Based on this we can conclude that it is important to acknowledge and include path dependency when 
developing complex solutions like the one studied in this article. Our study is an illustration of how to 
analyse different dimensions of path dependency, in line with (Kubicek and Noack, 2010a), and to 
anchor this analysis also in general definitions and review of path dependency (in Section 2). This also 
opens up for a discussion on the role of an e-ID from a contextual perspective discussed below. 

On a perspective and methodological level we can conclude that is a challenge to analyse initiatives on 
a principal and a more abstract level, compared to more mature and concrete IT artefacts. On the other 
hand this is also one of the challenges with the particular project above; to have a too principal and 
abstract design of the future e-IDs. Our study has shown that a combination of theoretical elements 
along a development life-cycle (including path dependency), and challenge perspective can be 
informative to view understand and analyse like the management of e-ID. 

6.2 Implications 

The conclusions above can be discussed in terms of the uniqueness of e-ID as an artefact in e-
government of ISD. What is so special with e-ID – is this not like any implementation of e-
government or even IS in general? As an implication for both research and practice, we claim – based 
on this research – that some characteristics of e-IDs need to be taken into account: 1) The e-ID as an 
artefact seems to be underestimated in terms of its contextual and organizational complexity. This can 
be claimed to be the case in general IS implementation and research (in e.g. normative IS development 
process models, elaborated on and criticized by e.g. Lyytinen and Newman, 2008), but the role of the 
e-ID as a pre-supposed delimited back office standardized technical artefact provided by external 
providers can support this underestimation. 2) The role of the e-ID as a prerequisite for the use of 
secure e-services, and 3) the national program dimension and range of the artefact and the search for 
standardization. These three aspects are not unique respectively, but we claim that the combination of 
these is characteristic for this field and important to learn from in further research and practice. 
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As an important implication of this research we would like to broaden the scope based on the analysis 
above; in digitizing Europe for example, an e-ID is regarded as an important back office enabler for 
launching e-services and transforming government (European Commission, 2010). Yes, e-IDs can be 
considered as a back office enabler for launching e-services, but it also needs to be viewed and 
managed as an integral part of e-service development because it is intertwined with the use of e-
services from a user perspective. Thus, an e-ID is more than a back office enabler – it is an integrated 
part of successful e-service development, management and use. This is illustrated in Figure 2. 

e-ID

Development and usage scope of e-ID and e-service

e-service

 

Figure 2 An e-ID as an integrated part of e-service use and development 

This perspective is an attempt to avoid optimization of e.g. the e-ID as a solution as such, at the 
expense of the e-service focus in a usage situation or vice versa (the optimization of the e-service at 
the expense of the e-ID). A narrow focus on one of the objects (the e-ID artefact or the e-service) can 
lead to non-use or usage levels that are not satisfactory in realizing benefits of e-government projects 
or programs, e.g. internal efficiency and/or citizens’ use of e-services for availability and transparency; 
cf. Collings (2008). This aspect, together with the insights related to challenges and success factors 
provide implications for future practice of e-ID in particular and artefact development in general. The 
conclusion above and illustrated in Figure 2 calls for future studies moving away from only focusing 
the e-ID as a technical artefact (Halperin and Backhouse, 2008; Otjacques, 2007), and instead opening 
up the setting and context for the e-ID artefact in order to deal with implementation issues, governance 
structures, multifaceted user and organizational settings and challenges, and life-cycle related issues 
described above. Further, we argue that this expanded contextual view of the e-ID will most likely 
become even more important as a prerequisite for understanding the upcoming challenges related to 
cross-border e-ID interoperability as described by the eIDAS regulatory environment which is 
currently in force (European Commission, 2015b, 2015c). 

Even if we elaborate on the need to have an integrated perspective on e-ID and e-service development 
and use, there are situations when there is a need to focus the two artefacts respectively. When support 
is needed (e.g. problems with certificates etc.) it is a need to focus the e-ID, or when an e-service 
provides wrong data or representation of functions it is a need to focus that as an isolated object. This 
line of reasoning is synonymous with the general agreement that IT artefacts and organizations both 
arise at the intersection of social and material phenomena (Leonardi and Barley, 2008). In our study of 
e-IDs we therefore acknowledge the materiality’s relevance (ibid.), and in parallel acknowledge and 
explore the interplay between materiality and agency across development (on a program and project 
level), implementation and use in contexts. This represents an example of an ensemble view of 
technology (cf. Orlikowski and Iacono, 2001) taking the dynamic interplay between people and 
technology into account. Previous studies analysing and discussing e-IDs from this perspective have 
not been identified; so this is another contribution and implication for further research from this 
article. 
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6.3 Limitations and Further Research 

The present study is also an attempt to learn from e-ID development initiatives. We regard that this is 
essential also for future e-government development (cf. Irani et al., 2007) in general. One limitation is 
that we focus our study of the management of e-ID development in one national context; Sweden. 
Management of e-government and e-ID development have national specificities, but also general 
characteristics. We would also like to address the need for future contextual studies of e-ID in order to 
generate more knowledge on the issue of e.g. national differences, governance structures, IT and e-ID 
user maturity and diffusion. Further research can also address the paradoxical situation that e-IDs can 
contribute to security and at the same time may become a threat to privacy (Kubicek, 2010; Halperin 
and Backhouse 2008); this issue is not addressed in this article, but an important aspect in future 
research. A way of taking a contextual perspective one step further, than the limited frameworks 
explored in this article, is to explicitly use a framework taking process, structure and actors (e.g. 
viewing e-ID as a technological actor) into account. This can be achieved by using Actor-Network 
Theory (Callon, 1986; Latour, 1992) or Structuration Theory (Giddens, 1984). 
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