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Abstract 

This study analyses the growing area of research that explores ‗the evolution of technology from 

social and cognition perspective – and how the design and various implementation of technology 

are being shaped by the factors related to social-constructivism and beliefs systems of 

individuals. The newly developed technological phenomena of Cryptocurrency – the digital 

currency for all, provides us with an excellent case to study. We apply social and cognitive 

processes to understand technology trajectories across the life cycle of cryptocurrency. We thus 

deepen our understanding by analyzing why and what causes the various technological 

trajectories in the era of ferment and concluding our research by deriving various technological 

‗themes‘. – that might evolve as the phenomena of cryptocurrency while moving towards the era 

of dominant design. 
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Chapter 1 – Introduction  

1.1 Introduction to Cryptocurrency 

Technology has transformed every facet of human society. It enabled the human society to 

nurture the knowledge from their social environment and transformed that knowledge into the 

creation and use of technical tools in order to improve their lives.  With the passage of time, 

human‘s civilization started to acquire more and more knowledge. This knowledge comes 

naturally either from their surrounding environment, or from the social-interaction among the 

more knowledgeable peoples of a society or as a result of their own or other people‘s beliefs that 

invoke a thought process in them. This enables them to embark upon a journey to find more and 

more suitable ways to solve their daily matters. Technology was their answer for solving these 

matters in a more efficient and technical manner. 

 

In today‘s world, technology has his roots in the very same foundation: Humans and their desire 

to acquire new knowledge from their surroundings. Humans are the knowledge agents; their 

continuous quest of knowledge in finding new and better ways of doing things continues to 

develop. In our open societies, where fostering of knowledge is considered to be an essence 

towards fostering of growth, either is related to social, environmental, political or economic 

factors; technology is and always be considered as a catalyst that provide that impetus of growth. 

However, this fostering of knowledge enables humans to come up with many different ways of 

solving a particular problem. Technology as a technical means for solving a particular problem, 

enables the humans to come up with multiple different technologies or ―artifacts‖, each of these 

artifacts created as a result of each individual own belief system of how he see a particular 

solution as an answer to a particular problem. Thus, evoking each individual own ideas and 

thought process about finding a particular solution by first reasoning - what is it? – And then 

what shall it be? – resulted in the development of alternative technology that with the passage of 

time evolves in the creation of different ―technological trajectories‖. 

 

The concept of Technology Trajectories – the evolutionary pathways of technological 

development by which innovation occurred has been studied from many different perspectives. 

One such perspective is that of Social-constructivism – which focuses on the importance of 

culture and context in forming understanding what occurs in society and constructing knowledge 

based on this understanding (McMahon, 1997; Kim, B. 2001;). In this perspective, Dosi (1982) 

looked at the concepts that form the basis of a technological change. His interpretation of 

technological change is based upon the concepts of ‗technological paradigm‘ and ‗technological 

trajectories‘. Dosi (1982) identified the technology as a problem-solving activity. In this activity 

– Problems to be solved are selected by the paradigm itself. He described their interrelated 

mechanism by emphasizing that the technological paradigm embodies strong prescriptions on the 

direction of technological change that resulted in the creation of technical improvements. Such 

technical improvements as prescribed by the paradigm established technological trajectories. 
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Another influential work in this direction was done by Garud & Rappa (1994) that examines the 

evolution of technology from social and cognitive processes. In their study, they propose, how 

the interaction between beliefs, artifacts and evaluation routines leads to the creation of 

alternative technological paths. Their studies further show that researcher‘s belief played a 

significant role in the creation of technological trajectories, and we will further look into them 

later on in our theoretical chapter. 

As a researcher, it‘s interesting to know how the beliefs of individuals shape the creation of 

different technology variants, and this fascination of ours to answer this question led us to 

examine the previously occurred technological phenomena. For instance, let us take an example 

of Web browser. The development of web browser is one such good example – as the 

development of web browser over a passage of time led to the creation of many different 

technology variants. From the earliest introduction of Netscape Navigator to the most recent 

Google Chrome – each of these web browsers evolved by integrating more and more technology. 

More interestingly to note is that most of these technology variants of web browsers are greater 

influenced by their developer‘s beliefs. As each variant differs in terms of functionality and use 

from the previous one – based entirely on what their developers feels is important. Therefore, we 

want to explore this further by examine how the beliefs of an individual‘s influenced the 

development of emerging new phenomena both from its technological and social-cognitive 

perspective. 

 

Therefore, our quest for discovering newly emerging technology phenomena led to the discovery 

of cryptocurrency. Cryptocurrency, being in its very early stage of technological evolution, 

provides an excellent opportunity to study from the perspective of how individual‘s belief 

systems influence and resulted in the creation of different technological trajectories. The concept 

of cryptocurrency – the internet based encrypted digital currency with no centralized authority is 

considered to be the most significant invention of our time. In terms of technology, 

cryptocurrency relies on mostly existing technologies such as the Internet, peer-to-peer 

computing and cryptographic functions (scrambling text to unreadable form so that only the 

authorized user with software based key can decipher the text and read it). But in terms of 

economical context – monetary system and fiat currency – it completely revolutionizes the very 

basic foundation of it. Over a short period of time beginning in 2009, the concept of 

cryptocurrency emerged – a decentralized digital currency that enables instant payment to 

anyone, anywhere in the world. Bitcoin was created, the first cryptocurrency based entirely on 

the Internet. A peer-to-peer technology with no central authority (e.g. banks, financial institution) 

where transaction information and money issuance are carried out collectively by the networks 

of computers on the Internet (Bitcoin Wiki, 2015). Thus, the very basic concept of money in 

terms of its physical existence, as a legal-tender issued by the state authority, is challenged. This 

new digital money can exist outside the physical boundaries of any state, and most importantly 

not governed by anyone, and can only be used by the individuals who wish to join this network. 
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Today, in less than a decade, the concept of cryptocurrencies has expanded from its first creation 

(Bitcoin) into over 3000+ different cryptocurrencies (Cryptocoincharts.info, Retrieved May 1st, 

2015). Since the introduction of Bitcoin back in January 2009 – more than 3000 ―alternatives‖ 

cryptocurrencies have emerged on internet, termed as ―Altcoins‖.  The concept of Altcoins is 

very interesting to study – as they represent an evolutionary growth of cryptocurrencies that are 

created as a result of individuals beliefs of how the cryptocurrency should function (in terms of 

processing – financial transaction, storing value, buying and selling and such). As Bitcoin, was 

the first such implementation, it created a completely new technology paradigm, by building 

upon the notion that money is any object, or any sort of record, accepted as payment for goods 

and services, but in terms of transaction processing and monetary generation it will rely only on 

technology – to control, generate and transfer digital money rather than relying on any central 

authority thus enabling people to trade among them by letting them to perform the transactions in 

a secure and private manner (Bitcoin Wiki, 2015).   

 

Let us start exploring the inner working of Bitcoin – which makes Bitcoin very special from the 

technology perspective. At its core software level – the Bitcoin is based on the concept of 

―blockchain‖. The blockchain is a public ledger (a digital book in which the monetary 

transactions between individuals are posted in the form of debits and credits), which is designed 

to record every transaction on the Bitcoin network. The blockchain is based on innovations from 

computer cryptographic technology, peer-to-peer technology, and simple economics - debit and 

credit - to allow two parties who don‘t know each other to instantly and securely make financial 

transactions - without a trusted third-party intermediary. Using cryptography technology, the 

transactions between individuals are made in a secure manner using the concept of public and 

private keys. In terms of today‘s banking system – it is equivalent to pin key or passwords for the 

bank account. However, there is a major difference between Bitcoin and Banking system. In 

Bitcoin network the transactions are public, and the addresses and numbers involved in a given 

transaction are recorded in every blockchain, whereas in the banking system, the trusted third-

party is involved in order to monitor and approve the transactions. Bitcoin network doesn‘t need 

a trusted third-party to monitor and approve the transactions as its broadcast every single 

transaction to the entire Bitcoin network – thus each blockchain share the copy of every new 

transaction to the entire network. If some ill intent was detected by the network related to 

transactions – the network isolates that transaction and informed every blockchain to stop 

recording this transaction, so it‘s a robust system of maintaining the validity of each transaction 

independently of any third-party interaction (Bitcoin Wiki, 2015). 

 

The process of creation of Bitcoin is implemented through a process called mining. Mining is the 

process of making computer hardware do mathematical calculations for the Bitcoin network to 

confirm transactions and increase security. As a reward for their services, Bitcoin miners can 

collect transaction fees for the transactions they confirm, along with newly created Bitcoin. 

Mining is a specialized process and the rewards are divided up according to how much 
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calculation is done. The process of mining is designed to distribute the new currency among its 

users, thus providing a fair incentive mechanism to award miners with transaction fees. There are 

approximately 13 million Bitcoin in circulation as of today. The Bitcoin protocol is designed to 

produce 21 million BTC‘s in total, and as per today‘s computer CPU processing power it is 

expected that the last Bitcoin will ‗be mined until the year 2140 (Bitcoin Wiki, 2015).    

 

Thus, this choice of selecting Cryptocurrency creates an ideal opportunity for us. It provides us a 

platform to analyze this totally new phenomenon from socio-cognitive perspective, its evolution 

as a new paradigm of technology and for exploring the forces behind its development. 

Furthermore, it is important to mention here that our study is exploratory in nature, containing 

both the qualitative and quantitative elements, but mostly qualitative. We feel that as both the 

qualitative and quantitative research methods are mutually exclusive; and from the research 

perspective it becomes difficult to draw a demarcation line between both of these methods 

especially in case of new and emerging phenomena such as in our case of cryptocurrency. 

Moreover, this new phenomena doesn‘t have any clear pattern or dominant design and are in 

continuous process of evolution. Therefore, we used the inductive method of research to analyze 

the data from cryptocurrencies, and applied the deductive method to answer new themes that we 

see as a result of our data analysis with the support of existing theories. Thus, with the support of 

the literature review that we present in the theoretical framework, we aim to presents the results 

from the theoretically grounded qualitative and quantitative investigation; and to investigate the 

complex evolution of the cryptocurrencies, in order to better understand how and why it 

eventually widespread into many different technology trajectories. 

 

Therefore at this point we would like to mention our research question, which is: 

 

 

 What explains the variance of different technology trajectories before the 

emergence of dominant design? 
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Chapter 2 – Theoretical Framework 

2.1 How Technology Emerges 

Development of technology is not a linear, deterministic model as it often is depicted. It‘s well 

known that design and implementation of a technology is not affected by just technical and 

economic factors but also shaped by social factors like individual‘s beliefs and interpretations of 

what this technology is and should be. The social shaping perspective emerged from questioning 

the linear, deterministic view of how technology evolves. Social shaping, where groups or 

individuals beliefs and interpretations form the technology development, is very significant for 

the technological evolution, as argued by Williams & Edge (1996).   

A technology life cycle is often depicted as going through four different stages. Please refer 

Figure A. 

 

 

Figure A. Technology Life Cycle by Tushman & Rosenkopf (Kaplan & Tripas, 2008) 

Each of these stages are described by certain characteristics. Often new technology starts of by 

some idea based on a radial improvement of existing technology or the technology is originating 

from new science. Either way, this is the stage of Technological Discontinuity. 

In the stage Era of Ferment, we see a lot of activities, especially from the developers and early 

adopters. It‘s all about technology at this stage. There is generally a very ambiguous view of 

what the technology is and what it should be. This is the era where a lot of different technology 

trajectories start to occur. At this time there is really no market pull, customer demand, the 

ordinary person has not really seen it yet or doesn‘t understand it. Technology push is driving 

development further in the era of ferment by the very few people who are involved in the groups 
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of different leading developers.  In the end that is why we see all these variants. The individuals 

driving the push do have different beliefs about what cryptocurrency is and should be. These 

different belief systems, which are constructs of social engagement and interpretation, explain 

the diversity. No dominant design exists yet. If it comes, the most likely scenario will be a huge 

decline in number of variants, only a few will survive. 

Another influential work in this direction was done by Garud & Rappa (1993) which examines 

the evolution of technology from social and cognitive perspective. Please refer Figure B. 

 

Figure B. Socio-cognitive model of Technology Evolution (Garud & Rappa, 1994) 

 

In their study, they propose a ―socio-cognitive model of technology evolution‖, which they 

illustrate with data obtained from the development of, ―cochlear implants: a surgically implanted 

electronic device that provides profoundly deaf with a sensation of sound‖. By doing this they 

show, ―how the interaction between beliefs, artifacts and evaluation routines leads to the creation 

of alternative technological paths‖ Garud & Rappa (1994). Their studies further show that 

researcher‘s belief system (as seen in the case of cochlear implants – to evaluate the efficacy and 

safety of single channel vs. multi-channel cochlear implants) determines the divergence of the 

technology trajectories. Thus, Garud & Rappa (1994) suggested that the people‘s belief system 

creates generative forces that determine the technology trajectories. 
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2.2 Technology Paradigms 

Technological changes occur as a result of social interactions among the more knowledgeable 

members of a society that creates new paradigm of knowledge and understanding. In this 

perspective, Dosi (1982) looked at the concepts that form the basis of a technological change. 

His interpretation of technological change is based upon the concepts of ‗technological paradigm 

(or technological research program)‘ and ‗technological trajectories‘. Dosi (1982) identified the 

technology as a problem-solving activity. In this activity – Problems to be solved are selected by 

the paradigm itself. In Dosi (1982) words – Technological paradigm is a, ―`model' and a `pattern' 

of solution of selected technological problems, based on selected principles derived from natural 

sciences and on selected material technologies‖. Within the technological paradigm approach, 

the technological trajectory is defined as: ―the pattern of ―normal‖ problem-solving activity (i.e. 

of ―progress‖)‖ Dosi (1982). Dosi emphasized that the technological paradigm embodies strong 

prescriptions on the direction of technological change which resulted into the creation of 

technical improvements. Such technical improvements as prescribed by the paradigm established 

technological trajectories. 

2.3  Technology Trajectories 

Technological trajectories can be defined as the paths by which innovations in a given field 

occur. The emergence of technological trajectories can be explained by the interplay between 

scientific advances, economic factors and institutional variables (Dosi, 1982). 

 

Figure C. A cognitive model of technology trajectories (Kaplan & Tripas, 2008) 
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Kaplan & Tripas (2008) also talks about social factors affecting the technology development into 

different technology trajectories. Please refer Figure C. 

2.4 Technology Frames 

Technology is not predicted purely by economic or organizational settings but is also formed by 

actors‘ ―frames‖ where a frame represents their interpretation of what the technology is all about 

based on their beliefs. The collective technological frame is shaped by the individual‘s 

technological frames and by so creating a common understanding of what the technology is all 

about. The cognitive model proposes a reciprocal co-evolutionary model where these frames and 

technological trajectories form and reform each other during the different stages in a technology 

life cycle. 

2.5  Making sense of the Technology 

How new technology is adopted and utilized by individuals is known as technology sense 

making. It is very difficult to foresee what implications new technology will have on a society, 

especially so the more complex and abstract the technology seems to be. In order for individuals 

to start using the technology there has to be something that makes them start to wonder what it is 

and how it shall be used, making them intrigued so they gradually get an understanding. There 

has to be some trigger that makes sense of new technology to the user. The concept of different 

trigger conditions is described by (Griffith, 1999): 

 The situation is novel. 

 There is a discrepancy between what is expected, given the schemas in use, and what is 

observed. 

 There is deliberate initiative: one is asked to think. 

These trigger conditions create notions and make people think about what this new technology is 

all about, thus starting the sense making process. Individuals start developing an understanding 

of the technology which enables them to think about features. These features can be either 

system designed features or socially constructed features, unknown features at design, created by 

user as their sense making process evolves. 

Griffith talks about different types of features: 

 Core versus Tangential features 

 Concrete versus Abstract features 

Let us take the smartphone to exemplify the different types of features. Its core feature is 

recognized as a mobile communication device, which is used for exchanging information, may it 

be a voice call, video chat or browsing the Internet. A tangential feature to the mobile device is 
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the touch-screen used for input since it is not a core feature. The touch-screen can be replaced by 

other possible input devices, like voice recognition, a choice in many smartphones today. Both 

these different input devices are also said to be concrete features. An abstract feature of the 

smartphone can be defined as being an ―instant knowledge expander‖, always at hand accessing 

a ―universe‖ of knowledge. 

The concept behind the reasoning in all of the articles we have gathered here, social 

constructivism, is a sociological theory of knowledge, which can be applied on many different 

situations where individuals interact with each other. We‘ll not go deeper into the theory of 

social constructivism in our thesis but just mentioning that it is the theoretical foundation 

explaining how social interactions shapes the knowledge and understanding of artifacts and by 

so, technology. 
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Chapter 3 – Methodology Framework 

3.1 The Methodology of Inductive Research 

In this chapter, we present the research approach that we adopted. This study is of exploratory in 

nature consisting of applying qualitative methods that are mostly inductive. Before we elaborate 

further about the methodology, let us say a few words while introducing the concept of 

qualitative research and highlighting its characteristics. According to (Merriam, 2009, p. 13-17), 

the reason why researchers are interested in adopting qualitative research is that, they are, 

―interested in understanding the meaning people have constructed, that is, how people make 

sense of their world and the experiences they have in the world‖. Qualitative research is where , 

according to the author, ―the researcher is the primary instrument of data collection and analysis; 

the process is inductive; and the product is richly descriptive‖. 

Merriam mentioned the following four characteristics about the qualitative research: 

• The first characteristic of qualitative research is, ―drawing from the philosophies of 

constructionism, phenomenology, and symbolic interactionism, qualitative researchers are 

interested in how interpret their experiences, how they construct their worlds, what meaning they 

attribute to their experiences. The overall purpose of the qualitative research is to achieve an 

understanding how people make a sense out of their lives, delineate the process (rather than 

outcome of the product) of meaning-making, and describe how people interpret what they 

experience‖. 

• The second characteristic is common to all forms of research and is that, ―the researcher is the 

primary instrument for data collection and analysis. Since understanding is the goal of this 

research, the human instrument, which is able to immediately responsive and adopted, would 

seem to be the ideal means of collecting and analyzing the data. Other advantages are that the 

researcher can expand his or her understanding through nonverbal as well verbal communication, 

process information (data) immediately, clarify and summarize the material, check with 

respondents of accuracy of interpretation, and explore unusual or unanticipated responses‖. 

• Third characteristics related to qualitative research is regarding the inductive process. As 

qualitative researchers, ―gather data to build concepts, hypotheses, or theories rather than 

deductively testing hypotheses as in positivist research‖. 

• The final characteristic associated with qualitative research is that, the qualitative research 

provides ―highly descriptive data‖ in the form of words, tables, diagrams or in any form rather 

than the numbers as being produced by other types of researchers. 

3.2 Introduction to the Gioia Methodology 

This study involves an in-depth empirical study using an inductive approach. Furthermore, as we 

have already mentioned in our theoretical framework, the creation of different technological 
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trajectories and the process associated with it is somehow embedded in a social context of an 

individual (knowledgeable agent) who has been influenced by the factors associated with social 

constructionism and belief systems. 

However, in order to facilitate our findings in a logical and structured way, we chose to use the 

Gioia methodology, which is based on the article Seeking Qualitative Rigor in Inductive 

Research: Notes on the Gioia Methodology (Gioia et al., 2012). 

The reason for selecting and using the Gioia methodology is based upon two important 

considerations: 

 Firstly, we felt the need of using a method that fulfills the rigorous requirement of 

qualitative data analysis in its entirety. 

 Secondly, we wanted a method that has a well-defined process flow in a systematic 

manner, by which we can refine the raw data in a concrete manner, without 

compromising the quality and authenticity of it. 

Based on the above mentioned considerations, we felt confident that the Gioia Methodology 

would be the right approach to adopt in our data analysis. At this point, we would like to 

introduce the key characteristics of Gioia methodology before we aim to use for analysis later on. 

According to the authors the purpose of the Gioia methodology is to present a ―systematic 

approach to new concept development and grounded theory articulation that is designed to bring 

‗‗qualitative rigor‘‘ to the conduct and presentation of inductive research‖. The authors 

mentioned two important concerns while explaining the motives behind the use of Gioia 

methodology: 

These concerns include: 

 What does it take to imbue an inductive study with ‗‗qualitative rigor‘‘ while still 

retaining the creative, revelatory potential for generating new concepts and ideas for 

which such studies are best known? 

 How can inductive researchers apply systematic conceptual and analytical discipline that 

leads to credible interpretations of data and also helps to convince readers that the 

conclusions are plausible and defensible? 

Thus, the author‘s aim was to ensure the ―qualitative rigor‖ in performing inductive research. In 

doing so, their approach depends upon well-specified, if rather general, research question and by 

employing ―multiple-data sources‖ as the input that leads to credible interpretations of data that 

convince the readers that the conclusions are plausible and defensible. In order to achieve 

qualitative rigor, the authors introduces the Gioia Methodology that aim to, ―encourages the 

presentation of the research findings in a way that demonstrates the connections among data, the 
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emerging concepts, and the resulting grounded theory‖ (Gioia et al, 2012). Gioia methodology 

was aimed for ―devising of an approach that allowed for a systematic presentation of both a 

‗‗1st-order‘‘ analysis (i.e., an analysis using informant-centric terms and codes) and a ‗‗2nd-

order‘‘ analysis (i.e., one using researcher-centric concepts, themes, and dimensions; for the 

inspiration for the 1st- and 2nd-order labeling, see Van Maanen, 1979). Taken together, the 

tandem reporting of both voices—informant and researcher—allowed not only a qualitatively 

rigorous demonstration of the links between the data and the induction of this new concept,  

sense giving, but also allowed for the kind of insight that is the defining hallmark of high-quality 

qualitative research‖ (Gioia et al, 2012). 

However, it is important to mention here that while using Gioia methodology; our study doesn‘t 

include the ―grounded theory methodology‖ as we are not involving it with the construction of a 

new theory through the analysis of data. We choose to adopt traditional model of research by 

applying an existing theoretical framework while performing the data analysis (in the 2nd-order 

(theory-centric) themes). 

Steps Key Features 

Research Design  Articulate a well-defined phenomenon of interest and research 

question(s) (research question[s] framed in ‗‗how‘‘ terms aimed at 

surfacing concepts and their inter-relationships) 

 Initially consult with existing literature, with suspension of judgment 

about its conclusions to allow discovery of new insights 

Data Collection  Give extraordinary voice to informants, who are treated as 

knowledgeable agents. 

 Preserve flexibility to adjust interview protocol based on informant 

responses 

 Backtrack to prior informants to ask questions that arise from 

subsequent interviews 

Data Analysis  Perform initial data coding, maintaining the integrity of 1st-order 

(informant-centric) terms 

 Develop a comprehensive compendium of 1st-order terms 

 Organize 1st-order codes into 2nd-order (theory-centric) themes 

 Distill 2nd-order themes into overarching theoretical dimensions (if 

appropriate) 

 Assemble terms, themes, and dimensions into a ‗‗data structure‘‘ 

Grounded Theory  Formulate dynamic relationships among the 2nd-order concepts in 

data structure 
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Articulation  Transform static data structure into dynamic grounded theory model 

 Conduct additional consultations with the literature to refine 

articulation of emergent concepts and relationships 

 

Table A. Features of the methodology that Gioia D.A. advocates for grounded research (Gioia et 

al, 2012) 

Therefore, our aim by using this methodology is to develop a systematic approach that proved 

useful while conducting our research and help readers see the rigor of our concepts development 

and leading up to our findings. In the finding chapter, we will explain the use of Gioia 

methodology while performing the data analysis of cryptocurrencies. 

3.3 Sources of Raw Data 

In our research, sources of raw data constitute a major part in our empirical study. We ensured 

that all sources of raw data have been obtained from official websites of cryptocurrencies by 

ensuring the ―originality‖ of data without compromising its text, quoted meaning, interpretation 

and validity. Official website of cryptocurrencies, whitepapers, and wiki-forums are the 

important sources for such.  In our empirical data, the sources of raw data for each of the 

cryptocurrencies are mentioned separately. 

The sources of raw data have been drawn from various online sources. For example, let us take 

an example of Bitcoin in order to explain our sources of raw data. In the case of Bitcoin, it 

includes: 

Websites: This includes the official community websites of Bitcoin (https://bitcoin.org/en/) 

sponsored by the Bitcoin foundation itself (making them the official and reliable source of data 

related to Bitcoin). Furthermore, it includes all information resources available on this website 

such as: technical documentation (https://bitcoin.org/en/resources), Wiki‘s 

(https://en.bitcoin.it/wiki/Main_Page), technical forums, community and news websites (such as 

https://en.bitcoin.it/wiki/Forums), charts and statistics etc.   

Whitepapers: The initial authoritative report or guide from the creator itself. In our example of 

Bitcoin, we use the original paper published by Satoshi Nakamoto; creator of Bitcoin – available 

at (https://bitcoin.org/bitcoin.pdf) 

It is important to mention here that the quality of raw data differs significantly between various 

cryptocurrencies; some of the major cryptocurrencies such as Bitcoin and many others maintains 

well-documented information about their technical-working on the internet; while most of the 

others cryptocurrencies didn‘t maintain such or very little information, thus making them 

inadequate for qualitative data analysis. Therefore, in order to ensure the quality and uniformity 
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of all the data for later analysis, we extracted only the relevant and authentic data of the 

cryptocurrencies that fulfills the rigorous requirements of qualitative research. 

3.4 The Research Process 

Our intention in this research process is to study the emergence of different technology 

trajectories in cryptocurrencies by examining the role played by the Individual‘s belief. By using 

Gioia methodology we intent to grasp the complexity of different technological features related 

to cryptocurrencies; and concentrate our effort in finding the major innovations that resulted in 

the creation of different technology trajectories. Furthermore, we plan to document every single 

detail in their technological development process by maintaining the qualitative rigor. Overall, 

our research process is aimed to identify those features that resulted in the creation of innovation 

rather than those that resulted in the creation of ―copycats‖.   

In view of our research question, we feel that Gioia methodology seems to be an appropriate 

method that provides us the systematic process to examine the entire technological development 

process of cryptocurrencies without limiting our ability of analyzing the raw data.   

As we stated earlier in our introduction, cryptocurrencies has undergone a tremendous expansion 

during the last few years. As a result 3000+ different variants of cryptocurrency have emerged. 

In order to perform our analysis in a more meaningful manner, we decided to include only those 

cryptocurrency that fulfills the following two important criteria. 

These criteria‘s are: 

1. Highest market capitalization, and 

2. Uniqueness in Technology 

The reason for setting up these criteria was twofold: 

o Firstly, we want to select only those cryptocurrency that have the highest market 

capitalization – meaning those cryptocurrencies that have gained the most interest 

amongst the public, and are considered by many as the trusted means of monetary trading 

among the overall users, and secondly 

o In terms of technology are considered to be unique and innovative.  

Therefore, we aim to select only those cryptocurrencies that fulfills the above mentioned criteria 

in our research process; by applying the above mentioned criteria on the entire timeline period of 

cryptocurrencies starting from year 2009 till the mid of June, 2015. It is important to mention 

here that, it might be possible for us to analyze the entire 3000+ cryptocurrencies separately from 

2009 to 2015 without applying the above mentioned criteria‘s but we think that it would be a  

counter-productive process. The reasons for stating this is twofold:  
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Firstly, as we mentioned earlier, in terms of technology most of the cryptocurrencies that exist 

today on the internet are simply ―copycats‖ implementation of their derivatives cryptocurrency 

(different name and logo but same technical implementation) such as Dogecoin, Riecoin, 

Snowcoin all having same technical implementation as that of the Bitcoin but with different 

name and logo. Therefore, analyzing any of those cryptocurrencies will result in not identifying 

anything unique, and would not help us in answering our research question in a more meaningful 

manner, as these copycats cryptocurrency are just the same technical implementation of their 

originating cryptocurrency. Secondly, due to time constraints and limited access of the reliable 

data among many of these cryptocurrency, it would result in not depicting the true picture of 

many of these cryptocurrencies in terms of their technology and their working.  

More importantly, we feel that it makes more sense to carry out the analysis of only those 

cryptocurrency that have gained most market capitalization and uniqueness in technology, rather 

than those which resulted in none. Therefore, in the next chapter we will further explain by 

selecting and examine the cryptocurrencies based on the above mentioned criteria‘s. 
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Chapter 4 – Finding and Analysis  

4.1 Introduction  

In this chapter, we will present and report the study‘s main finding, including the presentation of 

the qualitative data and its analysis. Furthermore, this chapter discusses the results with the 

perspective of research questions, literature review, and methodological framework. Finding 

patterns and themes is the result of our analysis that is obtained from the empirical data. 

The challenge of handling large amount of data in qualitative analysis is to identify what is 

significant. This can be achieved by reducing the raw data according to a logical criteria and then 

apply a methodological framework that communicates the essence of what the data reveal. 

Therefore in our case of cryptocurrency where we are dealing with large amount of data, we 

applied the two criteria that we devised earlier in our methodology chapter. These criteria were 

the highest market capitalization (highest market cap) and the uniqueness in technology. As we 

stated earlier, the reason for applying both the criteria is to identify and list down the significant 

cryptocurrencies that influenced the most in the creation of many different technology 

trajectories.  

Therefore, in order to identify & list down the significant cryptocurrencies based on our first 

criteria, we used the following two websites as our main sources of raw data. These website 

include the (http://coinmarketcap.com) and (http://www.cryptocoincharts.info/coin/info). Both 

the websites provides the market capitalization information for the entire cryptocurrencies. The 

cryptocurrency with the highest market cap is listed first, followed by second highest market cap, 

and so on and so forth till the market cap reached zero for the last listed cryptocurrency. 

Moreover, the market cap information is updated in real-time. For ease of analysis, the data for 

each of the cryptocurrencies is presented in a tabular form, containing several columns. These 

columns contains information such as market cap, price, available supply, volume (24h), 

%charge (24h) and price Graph, respectively.  

As of June 2015, the (http://coinmarketcap.com) indexes market cap of 578 active 

cryptocurrencies, whereas the (http://www.cryptocoincharts.info/coin/info) indexes 3093 

cryptocurrencies.  As we can observe, the (http://www.cryptocoincharts.info/coin/info) website 

is indexing more cryptocurrencies as when compared to (http://coinmarketcap.com). Moreover, 

we observed a difference in the market cap & trade volume data on many of these 

cryptocurrencies on both the sites. However, we observe almost a similar market cap on both the 

website when compared to major cryptocurrency such as the Bitcoin. One possible reason in the 

difference of market cap data is due to the implementation of different software protocols APIs 

to generate market cap information in real-time. Therefore, for the sake of simplicity in our 

research process, we used the (http://coinmarketcap.com) as our primary website for mentioning 

the market capitalization data. But as a researcher we cannot ignore one website data over 
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another, therefore we used both the websites data while examining cryptocurrencies according to 

our first criteria. 

4.2 Criteria 1: Highest Market Capitalization 

Firstly, we will start by traversing across the list of 578 cryptocurrencies on the 

(http://coinmarketcap.com). The total market cap on the (http://coinmarketcap.com) website is 

equivalent to US $ 3,762,688,340 of entire 578 cryptocurrencies. As we observed the list further, 

we noticed that the first ten cryptocurrencies with the highest market cap, has the combined total 

market cap equivalent to US $ 3,659,565,482.  This means the first 10 cryptocurrencies namely 

the, Bitcoin, Ripple, Litecoin, Bitshares, Dogecoin, Dash, Stellar, Next, Banxshares and 

Maidsafe coin holds 97.26 % of the total market cap. The remaining 2.74% of total market cap is 

being shared by the remaining 568 cryptocurrencies.  

Moreover, Bitcoin – the first cryptocurrency holds alone a market share of US $3,246,252,610 

out of the total market share of US $ 3,762,688,340 covering 86% of the total market cap. The 

remaining market share of US $ 516,435,730 which accounts to 13% is being divided among the 

remaining 577 cryptocurrencies traded on the (http://coinmarketcap.com) website. These 

cryptocurrencies cover a time period starting from 2009 to 2015.  Based on these observations 

we initially make a list of top 10 cryptocurrencies based on the highest market cap from the data 

obtained from (http://coinmarketcap.com) website as mentioned in Table B. 

Table B: Top 10 Cryptocurrencies with Highest market capitalization (CoinMarketCap.com) 

Serial # Name Symbol Highest Market Cap in 

US $ 

1 Bitcoin BTC 3,246,252,610 

2 Ripple XRP 254,494,949 

3 Litecoin LTC 71,070,447 

4 BitShares BTS 18,702,044 

5 Dogecoin DOGE 15,889,514 

6 Dash DASH 15,411,555 

7 Stellar STR 15,076,437 

8 NEXT NXT 11,395,667 

9 BanxShares BANX 8,938,112 

10 MaidSafeCoin MAID 7,401,721 
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Similarly, when we traverse across the list of cryptocurrency provided by 

(http://www.cryptocoincharts.info/coin/info) website, we immediately noticed that only the first 

25 cryptocurrency out of the total 3093, possess a market cap greater than zero. The remaining 

3068 cryptocurrencies has a market cap of 0.00 US $ according to website. The first 25 

cryptocurrencies covers the total market cap of US $ 3,708,523,360.93. This figure of total 

market cap is lesser when compared to the data obtained from the (http://coinmarketcap.com) 

website of US $ 3,762,688,340. However, in the (http://www.cryptocoincharts.info/coin/info) 

website, similar market cap pattern is being observed in case of Bitcoin, with market cap of US $ 

3,219,512,457.00, which holds 86.81% of total market value almost similar to what is being 

observed from the data obtained from (http://coinmarketcap.com). But the lists of next 24 coins 

followed by Bitcoin are different not only in terms of cryptocurrencies but also in terms of 

highest market cap as being observed in Table C. 

Table C: Top 23 Cryptocurrencies with Highest market capitalization (CryptoCoinCharts.info) 

Serial # Name Symbol Highest Market Cap in 

US $ 

1 Bitcoin BTC 3,219,512,457.00 

2 Stellar STR 308,649,194.40 

3 Litecoin LTC 68,999,727.60 

4 GalaxyUnit UNIT 42,734,790.00 

5 Dogecoin DOGE 14,930,020.69 

6 Viral VIRAL 13,548,511.20 

7 Darkcoin DRK 13,060,204.04 

8 NEXT NXT 11,511,260.10 

9 Peercoin PPC 6,344,375.27 

10 Vertcoin VTC 2,498,402.45  

11 NEM XEM 1,526,242.50 

12 Quarkcoin QRK 841,977.11 

13 CLAMS CLAM 781,418.07 
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14 Mastercoin MSC 635,133.95 

15 Unobtanium UNO 500,058.09 

16 Feathercoin FTC 471,712.94 

17 IXCoin IXC 395,543.27 

18 Worldcoin WDC 371,973.56  

19 Crypti XCR 264,096.48  

20 EarthCoin EAC 260,989.73 

21 MegaCoin MEC 241,485.48 

22 NasCoin NAS 203,499.00  

23 DigitalCoin DGC 121,708.68 

24 FlappyCoin FLAP 74,134.46 

25 MazaCoin MZC 44,444.86 

  

Therefore, after having observed these two tables with different list of cryptocurrencies & having 

different figures of market cap, we decided to merge both the tables to form one single table, 

named Table D. Table D highlights all the cryptocurrencies, which possess the highest market 

cap from the both websites. These are the cryptocurrencies, that holds a highest significance 

importance in terms of market capitalization and are mostly considered by many as a preferred 

cryptocurrency for online peer-to-peer exchange and trading. Please note that the cryptocurrency 

such as DARK and DASH are both the same currency but DASH is the new name for DARK.  

Table D: Combination of Table B and Table C 

Serial # Name Symbol 

1 Bitcoin BTC 

2 Ripple XRP 

3 Stellar STR 

4 Litecoin LTC 

5 GalaxyUnit UNIT 

6 Dogecoin DOGE 
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7 Viral VIRAL 

8 Darkcoin DRK 

9 NEXT NXT 

10 Peercoin PPC 

11 Vertcoin VTC 

12 NEM XEM 

13 Quarkcoin QRK 

14 CLAMS CLAM 

15 Mastercoin MSC 

16 Unobtanium UNO 

17 Feathercoin FTC 

18 IXCoin IXC 

19 Worldcoin WDC 

20 Crypti XCR 

21 EarthCoin EAC 

22 MegaCoin MEC 

23 NasCoin NAS 

24 DigitalCoin DGC 

25 FlappyCoin FLAP 

26 MazaCoin MZC 

27 BitShares BTS 

28 BanxShares BANX 

29 MaidSafeCoin MAID 

30 Dash DASH 

 

4.3 Criteria 2: Uniqueness in Technology 

Based on the observation we made in our first criteria, we devised Table D with a list of 

cryptocurrencies with highest market cap. At this point, we need to analyze each of these 30 
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cryptocurrencies, in order to identify which of these cryptocurrencies qualified in terms of 

technological uniqueness. Therefore, in order to achieve this task we decided to analyze each of 

these 30 coins one by one. But before proceeding further in achieving this task, we sensed the 

need of devising a ―qualification criteria‖ that will provide us the technological framework in 

order to select the cryptocurrencies in terms of technological uniqueness. Therefore, in order to 

fulfill this need, we came up with Table E as listed below. The Table E highlights the common 

technological areas that we consider important in order to identify the uniqueness in 

cryptocurrencies, and at the same time mentioned the necessary Technology Solutions that can 

be used to implement each of these Technology Area.  

Table E. Common Technology areas found for different cryptocurrencies  

Technology Area Description Technology 

Solution 

Mining process  Mining is the process of adding transaction 

records to a public ledger of past transactions. 

This ledger of past transactions is called the 

blockchain as it is a chain of blocks. The 

blockchain serves to confirm transactions to 

the rest of the network as having taken place. 

Nodes use the blockchain to distinguish 

legitimate transactions from attempts to re-

spend coins that have already been spent 

elsewhere.  

Mining,  

Pre-mined 

  

Validation mechanism Is a mechanism for securing a cryptocurrency 

network and achieving distributed consensus 

through requesting users to put in some effort. 

Proof-Of-Work, 

Proof-Of-Stake, 

Proof-Of-Resources  

Hash algorithms A hash algorithm turns an arbitrarily-large 

amount of data into a fixed-length hash. The 

same hash will always result from the same 

data, but modifying the data by even one bit 

will completely change the hash. Like all 

computer data, hashes are large numbers, and 

are usually written as hexadecimal. 

SHA-256, 

SHA-512,     

Scrypt,               

X11 

  

NW architecture Network architecture is the design of a 

communications network. It is a framework 

for the specification of a network's physical 

components and their functional organization 

Peer-to-Peer, 

Master-Slave 
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and configuration, its operational principles 

and procedures, as well as data formats used 

in its operation. 

 

What we observed during our analysis of cryptocurrencies from technology perspective is that 

the above mentioned Technology Area has a significant importance in the creation of different 

cryptocurrencies. Each of these Technologies Areas defines the overall working of 

cryptocurrencies. Understanding each of these technology areas, and bringing an innovation in 

its implementation through the help of different technology solutions creates the uniqueness in 

the cryptocurrencies in terms of technology. Therefore, Table E holds a significant importance in 

selecting cryptocurrencies based on technological uniqueness. Furthermore, as we observe in 

Table E, the Technology Area is consisting of four major processes. These processes include the 

Mining process, Validation mechanism, Hash algorithm and Network Architecture. Within each 

Technology Area there exists a multitude of possible solutions, referred to as Technology 

Solutions. 

Thus, the first time a coin introduces a totally new Technology Solution, we know that this coin 

qualified for the selection criteria ―uniqueness in technology‖. In view of this definition, we have 

examined each of these 30 cryptocurrencies one by one. Below Table F highlights unique 

cryptocurrencies in terms of technology that we created with the help of Table E. 

Table F:  Highlights unique cryptocurrencies in terms of technology  

Technology Area Technology Solution First time users of the 

Technology Solutions 

―Uniqueness‖ 

Followers of 

Technology Solutions 

Mining process  Mining 

  

Bitcoin 

  

Litecoin 

DASH/Dark 

MaidSafeCoin 

Peercoin 

Viral 

 Vertcoin 

NEM 

IXcoin 

WorldCoin 
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 Pre-mined Ripple NEXT 

Stellar 

Banxshares 

Validation 

mechanism 

Proof-Of-Work 

  

Bitcoin 

Peercoin 

Ripple 

Stellar 

Litecoin 

DASH/Dark 

Dogecoin 

Viral 

Vertcoin 

Quark 

UNO 

FTC 

IXCoin 

WorldCoin 

CRYPTI 

Earthcoin 

Megacoin 

FLAP 

MZC 

Banxshares 

 Proof-Of-Stake,  

  

NEXT 

Peercoin 

CLAM 

Mastercoin 

NAScoin 

 DGC 

BTS 

 Proof-Of-Resources  MaidSafeCoin   



Page | 27  
 

Hash algorithms SHA-256  

  

Bitcoin NEXT 

Peercoin 

UNO 

FTC 

IXCoin 

WorldCoin 

DGC 

MZC 

 SHA-512   Ripple Stellar 

 Scrypt 

  

Litecoin Dogecoin 

Earthcoin 

Megacoin 

DGC 

FLAP 

 X11 DASH CRYPTI 

DGC 

NW architecture Peer-to-Peer 

  

Bitcoin Ripple 

Litecoin 

IXcoin 

DASH/Dark 

NEXT 

MaidSafeCoin 

Peercoin 

 Stellar 

Viral 

NEM 

 Master-Slave     
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Qualification Criteria Description: 

(1)   Bitcoin: Bitcoin qualifies because it‘s the first currency to use the all four Technology 

areas. That is Mining process, Proof-of-work as the validation mechanism, SHA-256 for Hash 

Algorithm and the first cryptocurrency to use the peer-to-peer network architecture. 

(2)   Ripple: Ripple qualifies because it‘s the first currency that uses both the Pre-mined 

(Mining Process) and SHA-512 Hash algorithm.  

(3)   Peercoin: Peercoin qualifies because it‘s the first cryptocurrency that uses both the Proof-

of-work and Proof-of-stake concept together in validation mechanism. 

(4)   MaidSafeCoin: MaidSafeCoin qualifies because it‘s the first cryptocurrency that uses the 

Proof-of-Resource validation mechanism. 

(5)   Litecoin: Litecoin qualifies because it‘s the first cryptocurrency that uses the SCRYPT 

hashing algorithm. 

(6)   DASH: DASH qualifies because it‘s the first cryptocurrency that uses the X11 hashing 

algorithm. 

(7)   NEXT: NEXT qualifies because it‘s the first cryptocurrency that uses the Proof-of-Stake 

hashing algorithm.  

 

Based on Table F, we obtained seven cryptocurrencies namely, Bitcoin, Ripple, Litecoin, 

Peercoin, MaidSafeCoin, NEXT and DASH. These seven cryptocurrencies are the result of the 

two criteria that we applied earlier to in order to identify and select significant cryptocurrencies 

out of many. We will now examine each of these seven cryptocurrencies according to the 

methodological framework. 

4.4 Gioia’s Methodology – 1
st
-order Codes 

As we stated earlier, in our methodology chapter that Gioia methodology provides us a 

systematic order to process the raw data. This involved performing the (data coding) on the raw 

data and then develop a (comprehensive compendium) based on raw data, termed as 1st order 

analysis.  Moreover, the 1st order data analysis (Comprehensive Compendium) can be further 

filter into the 2nd order (themes), by maintaining a systematic approach in the data analysis 

process. 

Using both the criteria we obtained seven cryptocurrencies, as mentioned in Table F. We will 

now plan to perform detailed 1
st
-order analysis of the selected seven cryptocurrencies. The 

process of 1st-order analysis includes the selection of information based on the informants-

centric voice, by maintaining the validity and transparency of the data in the entire data coding 

process. This can be achieved by quoting the informant-centric voice, without modifying and 

changing the meaning of it. As in our case of cryptocurrency, where we are not doing any 
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interviewing, our informant-centric voice is the sources of raw data that we mentioned earlier in 

the methodology chapter. Based on these sources, we obtained raw data for each of the seven 

cryptocurrencies in order to presents the results in our empirical findings.  

In the next section, we will perform our 1
st
-order empirical data (Comprehensive Compendium) 

based on our analysis. In order to maintain the qualitative rigor as required by Gioia 

Methodology, we will present our empirical data in tabular form for each of the seven 

cryptocurrencies. For each cryptocurrency, we created a separate table. Each table contains 

columns with information such as: Cryptocurrency Name, Cryptocurrency Creator name, 

Cryptocurrency Logo, Date of our Analysis, Total no of Coins, Date of the introduction of the 

Cryptocurrency, No of Forks (obtained from the website http://www.mapofcoins.com/) that 

show how many times a particular cryptocurrency is being forked by others using the same 

technological implementation or with a minor software changes but with a different name and 

logo, Market capitalization data (obtained from http://coinmarketcap.com) website, Profit or 

Non-profit, Significant Technical Features, Sources of Raw data for each cryptocurrency. Below 

is the 1
st
-order analysis – that maintains the informant-centric voice through the use of original 

text from the raw data by using quotes and presented them in the tabular form for ease of 

analysis.  
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4.4.1  Bitcoin - 1st Order Data Analysis – Comprehensive Compendium 

 

Cryptocurrency name: 
Bitcoin (BTC) 
 

Logo: 
 
 
 
 

Creator:  
Satoshi Nakamoto 
 

Date of Analysis: 
12th May, 2015 

Total Coins: 
21 million  

Features: 
 
Mining (Yes/No): Yes  
Validation mechanism: proof-of-work 
Hash Algorithm: SHA-256 
Open-source (Yes/No): Yes 
Network Architecture: Decentralized peer-to-
peer consensus. 
Block gen time: 10 min 
 
 
 

Date of Introduction: 
3rd Jan, 2009 

No of Forks: 
677 

Market Capitalization 
$ 3,353,063,751 
 

Profit/Non-Profit 
Non-Profit 
 
 

Sources of Raw Data: 

Online: Available from [website]: https://bitcoin.org/en/ 

Online: Available from [whitepaper]: https://bitcoin.org/bitcoin.pdf 

Online: Available from [wiki]: https://en.bitcoin.it/wiki/Main_Page 

 

We perform the initial data coding of Bitcoin based on the above mentioned sources, maintaining 

the integrity of 1st-order (informant-centric) terms, and we develop a comprehensive 

compendium of 1st-order terms based on these sources.  

 

It includes the following: 

 

 Inherent weaknesses of the trust based model: ―Commerce on the Internet has come to 

rely almost exclusively on financial institutions serving as trusted third parties to process 

electronic payments. While the system works well enough for most transactions, it still 

suffers from the inherent weaknesses of the trust based model. Completely non-reversible 

transactions are not really possible, since financial institutions cannot avoid mediating 

disputes. The cost of mediation increases transaction costs, limiting the minimum 

practical transaction size and cutting off the possibility for small casual transactions, and 

there is a broader cost in the loss of ability to make non-reversible payments for 

nonreversible services. With the possibility of reversal, the need for trust spreads. 
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Merchants must be wary of their customers, hassling them for more information than they 

would otherwise need. A certain percentage of fraud is accepted as unavoidable. These 

costs and payment uncertainties can be avoided in person by using physical currency, but 

no mechanism exists to make payments over a communications channel without a trusted 

party‖. 

 Electronic payment system based on cryptographic proof instead of trust : ―What is 

needed is an electronic payment system based on cryptographic proof instead of trust, 

allowing any two willing parties to transact directly with each other without the need for 

a trusted third party. Transactions that are computationally impractical to reverse would 

protect sellers from fraud, and routine escrow mechanisms could easily be implemented 

to protect buyers. In this paper, we propose a solution to the double-spending problem 

using a peer-to-peer distributed timestamp server to generate computational proof of the 

chronological order of transactions. The system is secure as long as honest nodes 

collectively control more CPU power than any cooperating group of attacker nodes‖. 

 Double-spending problem: ―The problem of course is the payee can't verify that one of 

the owners did not double-spend the coin. A common solution is to introduce a trusted 

central authority, or mint, that checks every transaction for double spending. After each 

transaction, the coin must be returned to the mint to issue a new coin, and only coins 

issued directly from the mint are trusted not to be double-spent. The problem with this 

solution is that the fate of the entire money system depends on the company running the 

mint, with every transaction having to go through them, just like a bank. We need a way 

for the payee to know that the previous owners did not sign any earlier transactions. For 

our purposes, the earliest transaction is the one that counts, so we don't care about later 

attempts to double-spend. The only way to confirm the absence of a transaction is to be 

aware of all transactions. In the mint based model, the mint was aware of all transactions 

and decided which arrived first. To accomplish this without a trusted party, transactions 

must be publicly announced [1], and we need a system for participants to agree on a 

single history of the order in which they were received. The payee needs proof that at the 

time of each transaction, the majority of nodes agreed it was the first received‖. 

 Peer-to-peer currency: “A purely peer-to-peer version of electronic cash would allow 

online payments to be sent directly from one party to another without going through a 

financial institution‖. ―What is needed is an electronic payment system based on 

cryptographic proof instead of trust, allowing any two willing parties to transact directly 

with each other without the need for a trusted third party. Transactions that are 

computationally impractical to reverse would protect sellers from fraud, and routine 

escrow mechanisms could easily be implemented to protect buyers. In this paper, we 

propose a solution to the double-spending problem using a peer-to-peer distributed 

timestamp server to generate computational proof of the chronological order of 

transactions. The system is secure as long as honest nodes collectively control more CPU 

power than any cooperating group of attacker nodes‖. 
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 Transactions as Electronic coin: ―We define an electronic coin as a chain of digital 

signatures. Each owner transfers the coin to the next by digitally signing a hash of the 

previous transaction and the public key of the next owner and adding these to the end of 

the coin. A payee can verify the signatures to verify the chain of ownership‖. 

 Proof-of-work: “To implement a distributed timestamp server on a peer-to-peer basis, 

we will need to use a proof-of-work system similar to Adam Back's Hashcash [6], rather 

than newspaper or Usenet posts. The proof-of-work involves scanning for a value that 

when hashed, such as with SHA-256, the hash begins with a number of zero bits. The 

average work required is exponential in the number of zero bits required and can be 

verified by executing a single hash. For our timestamp network, we implement the proof-

of-work by incrementing a nonce in the block until a value is found that gives the block's 

hash the required zero bits. Once the CPU effort has been expended to make it satisfy the 

proof-of-work, the block cannot be changed without redoing the work. As later blocks are 

chained after it, the work to change the block would include redoing all the blocks after 

it. The proof-of-work also solves the problem of determining representation in majority 

decision making. If the majority were based on one-IP-address-one-vote, it could be 

subverted by anyone able to allocate many IPs. Proof-of-work is essentially one-CPU-

one-vote. The majority decision is represented by the longest chain, which has the 

greatest proof-of-work effort invested in it. If a majority of CPU power is controlled by 

honest nodes, the honest chain will grow the fastest and outpace any competing chains. 

To modify a past block, an attacker would have to redo the proof-of-work of the block 

and all blocks after it and then catch up with and surpass the work of the honest nodes. 

We will show later that the probability of a slower attacker catching up diminishes 

exponentially as subsequent blocks are added. To compensate for increasing hardware 

speed and varying interest in running nodes over time, the proof-of-work difficulty is 

determined by a moving average targeting an average number of blocks per hour. If 

they're generated too fast, the difficulty increases‖. 

 Bitcoin Network: “The steps to run the network are as follows: 1) New transactions are 

broadcast to all nodes. 2) Each node collects new transactions into a block. 3) Each node 

works on finding a difficult proof-of-work for its block. 4) When a node finds a proof-of-

work, it broadcasts the block to all nodes. 5) Nodes accept the block only if all 

transactions in it are valid and not already spent. 6) Nodes express their acceptance of the 

block by working on creating the next block in the chain, using the hash of the accepted 

block as the previous hash‖. 

 Incentives to Bitcoin Miners for Electricity and CPU Usage time: “By convention, 

the first transaction in a block is a special transaction that starts a new coin owned by the 

creator of the block. This adds an incentive for nodes to support the network, and 

provides a way to initially distribute coins into circulation, since there is no central 

authority to issue them. The steady addition of a constant of amount of new coins is 
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analogous to gold miners expending resources to add gold to circulation. In our case, it is 

CPU time and electricity that is expended‖. 

 Bitcoin: “We have proposed a system for electronic transactions without relying on trust. 

We started with the usual framework of coins made from digital signatures, which 

provides strong control of ownership, but is incomplete without a way to prevent double-

spending. To solve this, we proposed a peer-to-peer network using proof-of-work to 

record a public history of transactions that quickly becomes computationally impractical 

for an attacker to change if honest nodes control a majority of CPU power. The network 

is robust in its unstructured simplicity. Nodes work all at once with little coordination. 

They do not need to be identified, since messages are not routed to any particular place 

and only need to be delivered on a best effort basis. Nodes can leave and rejoin the 

network at will, accepting the proof-of-work chain as proof of what happened while they 

were gone. They vote with their CPU power, expressing their acceptance of valid blocks 

by working on extending them and rejecting invalid blocks by refusing to work on them. 

Any needed rules and incentives can be enforced with this consensus mechanism‖. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Page | 34  
 

4.4.2  Ripple - 1st Order Data Analysis – Comprehensive Compendium 

 

Cryptocurrency name: 

Ripple (XRP) 

 

Logo:     
 

Creator:  

Ryan Fugger; Jed McCaleb 

Date of Analysis: 

12th May, 2015 

Total Coins: 

100 Billion  

Features: 

 

Mining (Yes/No): No, pre-mined  

Validation mechanism: proof-of-work 

Hash Algorithm: SHA-512 

Open-source (Yes/No): Yes 

Network Architecture: Decentralized peer-to-

peer consensus. 

 

 

 

Date of Introduction: 

2004 (Ripple) 

September 26, 2013 

(Ripple Labs) 

No of Forks: 

4 

Market Capitalization 

$ 210,322,665 

Profit/Non-Profit 

Profit 

 

 

Sources of Raw Data: 

Online: Available from [website]: http://www.ripple.com/ 

Online: Available from [whitepaper]: https://ripple.com/files/ripple_consensus_whitepaper.pdf 

Online: Available from [wiki]: http://wiki.ripple.com/ 

 

We perform the initial data coding of Ripple based on the above mentioned sources, maintaining 

the integrity of 1st-order (informant-centric) terms, and we develop a comprehensive 

compendium of 1st-order terms based on these sources.  

 

It includes the following: 

 Ripple and Ripple Credits (XRP): “Ripple is a peer-to-peer payment system created 

by Ripple Labs Inc. Ripple lets you easily, cheaply, and safely send money over the 

Internet to anyone, anywhere in the world. Anyone can create an account. Because Ripple 

is P2P software, no individual, corporation, or government controls it. The network 

operates via the combined effort of the Ripple software running all over the world.‖ ―To 

protect the Ripple network from abuse, the network charges a tiny fee for each 

transaction equivalent to approximately 0.00001 USD (1/1000th of a penny). The fees are 

paid with Ripple credits, also called XRP. Everyone who uses Ripple has a balance of 
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XRP, and transaction fees are destroyed upon use. This is essentially the same as 

redistributing the fee proportionately to everyone with a Ripple account‖. 

 XRP is designed to protect network from abuse: “Ripple credits, aka XRP or ripples, 

are the Ripple network's internal, or native, currency‖. ―XRP protects the network in two 

ways: (1) XRP prevents transactions spam. (2) XRP prevents ledger spam. To prevent the 

network from being DDOSed by unlimited transactions, the network charges a, normally, 

negligible fee to distribute a transaction. When the network is under load, such as when it 

is attacked, this fee rapidly goes up. This rise in fees quickly bankrupts attackers and 

keeps the network functioning. The Ripple ledger keeps track of the state of Ripple 

accounts. To keep the network ledger size manageable, a reserve of XRP is needed to use 

space in the ledger. Releasing this space release the reserved XRP. Without this reserve, 

attackers could make the ledger grow until it became unmanageable‖. 

 XRP is a bridge currency: ―A bridge currency is used as a neutral, trusted currency for 

parties to transact in when parties don't prefer the same currency. For example, Alice 

prefers USD and Bob prefers EUR. If they cannot find a direct way to convert currencies, 

they may convert their preferred currency to and from XRP to be able to transact with 

each other. Three factors make XRP an ideal bridge currency: (1) XRP has low friction. 

(2) XRP has no counter party risk. (3) XRP cannot be debased. XRP has low friction as it 

can be sent directly to any account on the Ripple network with no transfer fees. XRP is 

the only currency in the Ripple network that has no counter party risk and can be sent to 

any account without a trust relationship. XRP cannot be debased. When the Ripple 

network was created, 100 billion XRP was created. The founders gave 80 billion XRP to 

the Ripple Labs. Ripple Labs will develop the Ripple software, promote the Ripple 

payment system, give away XRP, and sell XRP‖. 

 XRP funds the development and promotion of the protocol and the network: 

“Ripple Labs sells XRP to fund its operations and promote the network. This allows 

Ripple Labs to have a spectacularly skilled team to developed and promote the Ripple 

protocol and network‖. 
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4.4.3  Litecoin - 1st Order Data Analysis – Comprehensive Compendium 

 

Cryptocurrency name: 

Litecoin (LTC) 

 

Logo: 

                     

 

 

 

 

Creator:  

Charles Lee 

Date of Analysis: 

12th May, 2015 

Total Coins: 

84 million  

Features: 

 

Mining (Yes/No): Yes  

Validation mechanism: proof-of-work 

Hash Algorithm: SCRYPT 

Open-source (Yes/No): Yes 

Network Architecture: Decentralized peer-to-

peer consensus. 

Block gen time: 2.5 min 

 

 

 

Date of Introduction: 

7th October, 2011 

No of Forks: 

256 

Market Capitalization 

$ 56,515,587 

Profit/Non-Profit 

Non-Profit 

 

 

Sources of Raw Data: 

Online: Available from [website]: http://www.litecoin.org/ 

Online: Available from [wiki]: http://www.litecoin.info/ 

 

We perform the initial data coding of Litecoin based on the above mentioned sources, 

maintaining the integrity of 1st-order (informant-centric) terms, and we develop a comprehensive 

compendium of 1st-order terms based on these sources.  

 

It includes the following: 

 Faster Transactions and Improved Storage Efficiency: ―Litecoin is a peer-to-peer 

Internet currency that enables instant, near-zero cost payments to anyone in the world. 

Litecoin is an open source, global payment network that is fully decentralized. 

Mathematics secures the network and empowers individuals to control their own 

finances. Compared to Bitcoin, Litecoin features faster transaction confirmation times 

(2.5 minutes) and improved storage efficiency. With substantial industry support, trade 

volume, and liquidity, Litecoin is a proven medium of commerce complementary to 

Bitcoin. Litecoin is the second most popular cryptocurrency‖. ―The properties that make 

Litecoin fit to accomplish this purpose can be summarized as follows: (1) Transactions 
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are 4 times faster than with Bitcoin, in exchange for less conservative and possibly 

weaker security guarantees (depending on human behavior). (2) CPU/GPU mining means 

that the barriers to entry into the Litecoin mining market are cheap relative to Bitcoin 

mining. (3) The total amount of litecoins is 4 times higher than the total amount of 

bitcoins‖. 

 Scrypt Minning: “For proof-of-work, Bitcoin uses the highly 

parallelizable SHA256 hash function, hence Bitcoin mining is an embarrassingly 

parallel task. Litecoin uses scrypt instead of SHA256 for proof of work. The scrypt hash 

function uses SHA256 as a subroutine, but also depends on fast access to large amounts 

of memory rather than depending just on fast arithmetic operations, so it is more difficult 

to run many instances of scrypt in parallel by using the ALUs of a modern graphics card. 

This also implies that the manufacturing cost of specialized scrypt hardware (ASIC) will 

be significantly more expensive than SHA256 ASIC. Since modern GPUs have plenty of 

RAM, they do prove useful for Litecoin mining, though the improvement over CPUs is 

less significant than it was for Bitcoin mining (about 10x speedup instead of 20x speedup 

when comparing Radeon 5870 GPU to quad-core CPU)‖. ―Pros: (1) The market entry 

costs for Litecoin mining are cheap, anyone with a computer connected to the internet 

can mine litecoins in order to make a profit and to sustain the Litecoin network. Even 

CPUs can be used to mine Litecoin, albeit less effectively than modern GPUs. The 

inexpensive market entry cost implies a decentralized mining power. (2) There is a 

danger that some entities would make a large one-time investment in ASICs and 

centralize the mining aspect of the Bitcoin network, i.e. the market entry costs for Bitcoin 

mining would become too expensive for most people (this assumes that the objective of 

those entities isn't to sell their ASICs on the market). The scrypt algorithm used by 

Litecoin ensures that lots of memory is needed per hash attempt, basically by using the 

input as a seed to fill a large amount of memory with a pseudorandom sequence, and then 

using another seed derived from the input in order to access this sequence at 

pseudorandom points while generating the output hash. Since memory is the resource of 

general-purpose computers which is the most expensive to reproduce for ASICs (in 

particular it's more expensive than ALUs), this means that a one-time investment in 

ASICs for Litecoin mining would be much more expensive. The memory size parameter 

of scrypt was selected (originally by ArtForz and Lolcust) to fit into 128.5kB, so that it'd 

only utilize the L1/L2 cache and wouldn't hit the L3 cache and the RAM. This means that 

it's possible to participate in the Litecoin network without affecting system 

responsiveness and with no disadvantage in propagating the blocks on common 

hardware, while still requiring a significantly large amount of memory per hash attempt. 

(3) Websites can easily embed a Litecoin miner so that casual visitors would be able to 

support the website by contributing their spare CPU cycles while browsing. 

Having OpenCL access through web browsers in order to utilize the GPU of casual 

visitors is much more problematic. (4) Developers who wish to gain advantage over 
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regular miners might try to create implementations of scrypt that run better on specific 

types of hardware, which would advance the current state of knowledge in areas 

unrelated to Litecoin, e.g. password cracking by brute-force or dictionary attack. Cons:  

(1) Attacks by botnets. If the botnet operator runs an unmodified litecoin in order to earn 

coins then such a botnet only attacks the computers under its control, not Litecoin itself, 

as it would actually strengthen the Litecoin network. However, the objective of a crypto-

currency is to improve the world rather than to improve itself. Botnets with a high enough 

proportion of the total hash power could try double-spending attacks on the Litecoin 

network. (2) The resale value of CPUs/GPUs/FPGAs implies that miners don't 

necessarily have stake in the system, therefore greedy miners who participate in attacks 

against the network are more likely with Litecoin than with Bitcoin. 

 Difficult retarget: “The retarget block is 2016 in both Bitcoin and Litecoin, but because 

Litecoin blocks are found 4 times faster, the difficulty will retarget about every 3.5 days‖. 

“Pros: (1) When the computation power of the network reduces dramatically in the event 

that many miners suddenly quit, block generation would crawl until the next difficulty 

adjustment. Having a faster retarget mitigates this concern. Cons: (1) Shorter retarget 

window may lead to less stable difficulty adjustments. For example, if a proportionally 

high amount of CPU power connects to the Litecoin network only during Sundays, not 

having any of that CPU power inside a 3.5 days retarget window will cause the difficulty 

to vary. Unstable difficulty is bad if it doesn't reflect the hash power of the network 

accurately: when the difficulty is too low relative to the CPU power that is currently in 

the network, the faster blocks imply more overhead, less security (see previous section), 

and more monetary inflation, and when the difficulty it too high relative to CPU power, 

the slower blocks mean slower transaction time. (2) Unstable difficulty might encourage 

chain hopping. (3) Less security from attacks that rely on lowering the difficulty. 

Example: an attacker makes a one-time investment in hash power, uses this hash power 

to start extending a recent block with his own fork of consecutive blocks while lowering 

the difficulty (easier to do with the shorter retarget window), isolates a node of e.g. some 

online bank from the rest of the network, waits until his fork is longer than what this node 

has already seen in the real blockchain, broadcasts his forked chain to this node, and with 

the lower difficulty he now needs less hash power to continue to communicate with the 

isolated node until it agrees to transact in the forked chain‖.  
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4.4.4  Dash - 1st Order Data Analysis – Comprehensive Compendium 

 

Cryptocurrency name: 

Dash (DASH) 

 

Logo: 

 

 

Creator:  

Evan Duffield  and Daniel Diaz 

Date of Analysis: 

12th May, 2015 

Total Coins: 

22 million  

Features: 

 

Mining (Yes/No): Yes  

Validation mechanism: proof-of-work 

Hash Algorithm: X11 

Open-source (Yes/No): Yes 

Network Architecture: Decentralized peer-to-

peer consensus. 

 

 

 

Date of Introduction: 

18th Jan, 2014 

No of Forks: 

131 

Market Capitalization 

$ 14,800,035 

Profit/Non-Profit 

Non-Profit 

 

 

Sources of Raw Data: 

Online: Available from [website]: http://www dashpay.io/ 

Online: Available from [whitepaper]: http://www.dashpay.io/wp-content/uploads/2015/04/Dash-

WhitepaperV1.pdf 

Online: Available from [Wiki]: http://www. http://en.wiki.dashninja.pl/wiki/ 

 

We perform the initial data coding of Dash based on the above mentioned sources, maintaining 

the integrity of 1st-order (informant-centric) terms, and we develop a comprehensive 

compendium of 1st-order terms based on these sources.  

 

It includes the following: 

 Privacy-centric Cryptographic currency: “Dash is the first privacy centric 

cryptographic currency based on the work of Satoshi Nakamoto‖. ―Dash is an open 

sourced, privacy-centric digital currency. It allows you keep your finances private as you 

make transactions, similar to cash. Created by software developer and financial advisor 

Evan Duffield, Dash is the leading privacy-centric digital currency; it improves upon the 

well-established Bitcoin source code and features a custom, decentralized transaction 

protocol that removes the need for Dash users to entrust their privacy to a third party. 
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Every Bitcoin account and associated transaction is stored on a ledger, or "blockchain". 

This information is publicly available, and is retained in perpetuity. In contrast, Dash's 

underlying technology masks the link between the sender and receiver on the blockchain, 

affording its users a high degree of privacy. The currency was originally launched 

as Xcoin, on the 18th of January 2014, but the name was changed to Darkcoin a few days 

later. The name was changed again on the 25th of March 2015 to Dash”. 

 Dash brings several unique technologies: ―On a technical level Dash features several 

differences compared to Bitcoin: (1) practically anonymous money transfers through a 

decentralized mixing service called DarkSend (in development since January 2014 / RC4 

status as of August 2014), (2) a unique hashing algorithm (X11) based on a chain of 11 

different types of hashes, (3) a deflationary block reward scheme (~22 million coins max) 

where block reward is reduced as the hashing power escalates, (4) two-layered ASIC 

resistance as a result of X11 and the diminishing-reward formula, (5) faster confirmation 

times (2.5 minutes on average, instead of 10 minutes of Bitcoin), (5) the Dark Gravity 

Wave difficulty adjustment algorithm for quickly adjusting to large fluctuations in the 

mining power of the network, (6) a gradual block reward reduction of ~7% per year, (7) 

masternode payments, a way to earn 20% of new blocks by providing nodes for 

DarkSend's operation (requires 1000 DRK per node)‖. 

 Private cash transactions: ―Unlike Bitcoin and Bitcoin-based alt-coins which have 

transparent electronic transactions, Dash can be equated with online cash due to its 

private/anonymous transactions that resemble the anonymity of private cash transactions. 

The low inflation characteristics allow Dash to have increased store of wealth properties 

compared to other coins. The same characteristic also ensures that the coin's price is 

significantly more protected from the selling of daily mining production from those who 

are interested in acquiring bitcoins through altcoin mining. As of March 25 2014 the 

entire mining production of Dash for a single day can be acquired for ~17 BTC, 

compared to ~806 BTC for Litecoin, ~410 BTC for Dogecoin and ~82 BTC for Vertcoin. 

In this way daily inflation cannot present serious problems for price stability and 

growth‖. 

 Fungibility: ―Darksend is an improved and extended version of the CoinJoin. In addition 

to the core concept of CoinJoin, we employ a series of improvements such as 

decentralization, strong anonymity by using a chaining approach , denominations and 

passive aheadoftime mixing. The greatest challenge when improving privacy and 

fungibility of a cryptocurrency is doing it in a way that does not obscure the entire 

blockchain. In Bitcoin based crypto currencies, one can tell which outputs are unspent 

and which are not, commonly called UTXO, which stands for unspent transaction output. 

This results in a public ledger that allows any user to act as guarantor of the integrity of 

transactions. The Bitcoin protocol is designed to function without the participation of 

trusted counterparties, in their absence, it is critical that auditing capabilities remain 
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readily accessible to the users through the public blockchain. Our goal is to improve 

privacy and fungibility without losing these key elements that we believe make a 

successful currency. By having a decentralized mixing service within the currency we 

gain the ability to keep the currency itself perfectly fungible. Fungibility is an attribute of 

money, that dictates that all units of a currency should remain equal. When you receive 

money within a currency, it shouldn‘t come with any history from the previous users of 

the currency or the users should have an easy way to disassociate themselves from that 

history, thus keeping all coins equal. At the same time, any user should be able to act as 

an auditor to guarantee the financial integrity of the public ledger without compromising 

others privacy. To improve the fungibility and keep the integrity of the public blockchain, 

we propose using an aheadoftime decentralized trustless mixing strategy. To be effective 

at keeping the currency fungible, this service is directly built into the currency, easy to 

use and safe for the average user‖. 

 DOS resistance: ―To address the possible DOS attacks, we propose all users submit a 

transaction as collateral to the pool when joining. This transaction will be made out to 

themselves and will pay a high fee to miners. In the case when a user submits a request to 

the mixing pool, they must provide collateral at the beginning of this exchange. If at any 

point any user fails to cooperate, by refusing to sign for example, the collateral 

transaction will automatically be broadcasted. This will make it expensive to do a 

sustained attack on the privacy network‖. 

 New Mining System: ―A different approach to restricting the inflation of mining is taken 

in Dash, using a 7% reduction of the supply per year. This is done as opposed to halving 

implemented by other currencies. In addition supply each block is directly tied to the 

amount of miners on the network; more miners result in lower mining rewards. 

Production of Dash is scheduled to carry on throughout this century and onto the next, 

slowly grinding down until finally near the year 2150, production will cease‖ 
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4.4.5  NEXT - 1st Order Data Analysis – Comprehensive Compendium 

 

Cryptocurrency name: 

Next (NXT) 

 

Logo: 

 

 
 

Creator:  

BCNext (Anonymous software developer) 

 

Date of Analysis: 

14th May, 2015 

Total Coins: 

1 Billion  

Features: 

 

Mined (Yes/No): Yes (Pre-Mined/Forging) 

Validation mechanism: proof-of-stake 

Hash Algorithm: SHA-256 

Open-source (Yes/No): Yes 

Network Architecture: Decentralized peer-to-

peer consensus. 

 

 

 

Date of Introduction: 

24th November, 2013 

No of Forks: 

12 

Market Capitalization 

$ 9,036,734 

 

 

Profit/Non-Profit 

Non-Profit 

 

 

Sources of Raw Data: 

Online: Available from [website]:  http://nxt.org/ 

Online: Available from [whitepaper]: http://wiki.nxtcrypto.org/wiki/Whitepaper:Nxt 

Online: Available from [Wiki]: http://wiki.nxtcrypto.org/ 

 

We perform the initial data coding of NEXT based on the above mentioned sources, maintaining 

the integrity of 1st-order (informant-centric) terms, and we develop a comprehensive 

compendium of 1st-order terms based on these sources.  

 

It includes the following: 

 Second-generation cryptocurrency: ―Nxt is considered a second-

generation cryptocurrency.  With all the altcoins coming out that only change things such 

as hashing mechanism, time between blocks, starting difficulty, and so on, Nxt brings 

much much more to the table and was designed this way from the ground up. It is not an 

"alt coin" like litecoin, peercoin, and other variants whose code is based on Bitcoin‘s 
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source code.  It is written from scratch, in all-new source code‖. ―Unlike many other 

cryptocurrencies, Nxt was written from scratch and is based on all-new code.  Nxt 

improves upon many of the features of Bitcoin, removes some disadvantages (e.g. 

bloated blockchain) and resolves a big environmental issue.  Time between blocks is one 

minute.  This increases the rate of orphaned blocks but makes it more convenient for the 

users‖. ―1 billion Nxt coins were generated in the first block, and no new Nxt coins will 

be created.  Coins are not "mined" like they are with other currencies‖. ―Bitcoin has 

proven that a peer-to-peer electronic cash system can indeed work and fulfill payments 

processing without requiring trust or a central mint. However, for an entire electronic 

economy to be based on a fully decentralized, peer-to-peer solution, it must be able to do 

the following: process transactions securely, quickly and efficiently, at the rate of 

thousands per hour or more; provide incentives for people to participate in securing the 

network; scale globally with a minimal resource footprint; offer a range of basic 

transaction types that launch cryptocurrencies past the core feature of a payment system 

alone; provide an agile architecture that facilitates the addition of new core features, and 

allows for the creation and deployment of advanced applications; and be able to run on a 

broad range of devices, including mobile ones. Nxt (pronounced next) satisfies all these 

requirements‖. 

 Built-in support for robust features: ―It provides built-in support for robust features 

such as a decentralized peer-to-peer exchange, voting system, messaging/chat, 

decentralized DNS, and options for instant transactions. Many Bitcoin-based currencies 

implement one or two of these features on top of the existing Bitcoin network. Nxt 

implements all of them on an improved network model that is built for speed and scale‖.  

 Proof-of-stake:  ―It is 100% proof of stake (PoS), versus the proof of work (PoW) 

mechanism the vast majority of other coins are based on.  Instead of using powerful 

computers to "mine" new coins, Nxt leverages the balances of existing accounts to 

"forge" blocks, rewarding forgers with transaction fees. The Proof-of-Stake algorithm is 

efficient enough to run on smartphones and small devices like the Raspberry Pi platform. 

In addition, this method effectively removes a large security risk inherent in most other 

coins: the issue of a 51% attack and many of the other vulnerabilities inherent to Proof-

of-Work coins are gone. (4) It was announced weeks in advance, unlike mere hours like 

most coins.  Based on an injection of 21BTC by 73 original stakeholders, 1 billion Nxt 

coins were ejected from the Nxt genesis block and are currently being distributed to 

thousands of account holds through giveaways, trades, and bounties for ongoing 

development of the platform. Nxt is listed onhttp://coinmarketcap.com/ and people are 

trading on a 1-on-1 basis as well as on centralized exchanges such 

as bter.com, dgex.com, Cryptsy.com, Poloniex.com andVircurex.com among others‖. 

―Nxt uses a system where each coin in an account can be thought of as a tiny mining rig. 

The more tokens that are held in the account, the greater the chance that account will earn 

the right to generate a block. The total reward received as a result of block generation is 



Page | 44  
 

the sum of the transaction fees located within the block. Nxt does not generate any new 

tokens as a result of block creation. Redistribution of Nxt takes place as a result of block 

generators receiving transaction fees, so the term forging (meaning in this context to 

create a relationship or new conditions
 
is used instead of mining. Subsequent blocks are 

generated based on verifiable, unique, and almost-unpredictable information from the 

preceding block. Blocks are linked by virtue of these connections, creating a chain of 

blocks (and transactions) that can be traced all the way back to the genesis block. Block 

generation time is targeted at 60 seconds, but variations in probabilities have resulted in 

an average block generation time of 80 seconds, with occasionally very long block 

intervals. An adjustment to the forging algorithm has been suggested by mthcl and 

modeled by Sebastien256 on NxtForum.org. The security of the blockchain is always of 

concern in Proof of Stake systems. The following basic principles apply to Nxts Proof of 

Stake algorithm: (1) A cumulative difficulty value is stored as a parameter in each block, 

and each subsequent block derives its new difficulty from the previous blocks value. In 

case of ambiguity, the network achieves consensus by selecting the block or chain 

fragment with the highest cumulative difficulty.(2)To prevent account holders from 

moving their stake from one account to another as a means of manipulating their 

probability of block generation, tokens must be stationary within an account for 1,440 

blocks before they can contribute to the block generation process. Tokens that meet this 

criterion contribute to an account‘s effective balance, and this balance is used to 

determine forging probability. (3) To keep an attacker from generating a new chain all 

the way from the genesis block, the network only allows chain re-organization 720 blocks 

behind the current block height. Any block submitted at a height lower than this threshold 

is rejected. This moving threshold may be viewed as Nxts only fixed checkpoint. (4) Due 

to the extremely low probability of any account taking control of the blockchain by 

generating its own chain of blocks, transactions are deemed safe once they are encoded 

into a block that is 10 blocks behind the current block height‖. ―Peercoin uses a coin 

age parameter as part of its mining probability algorithm. In that system, the longer your 

Peercoins have been stationary in your account (to a maximum of 90 days), the more 

power (coin age) they have to mint a block. The act of minting a block requires the 

consumption of coin age value, and the network determines consensus by selecting the 

chain with the largest total consumed coin age. When Peercoin blocks are orphaned, the 

consumed coin age is released back to the blocks originating account. As a result, the cost 

to attack the Peercoin network is low, since attackers can keep attempting to generate 

blocks (referred to as grinding stake) until they succeed. Peercoin minimizes these and 

other risks by centrally broadcasting blockchain checkpoints several times a day, to 

freeze the blockchain and lock in transactions. Nxt does not use coin age as part of its 

forging algorithm. An account‘s chance to forge a block depends only on its effective 

balance (which is a property of each account), the time since the last block (which is 
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shared by all forging accounts) and the base target value (which is also shared by all 

accounts)‖. 

 Transparent Forging: ―Nxt is implementing a very slick feature called "Transparent 

Forging", which will allow each user's client to automatically determine which server 

node will generate the next block. This allows clients to send their transactions directly to 

that node, minimizing transaction times. Immediate and high-priority transactions can be 

processed for additional fees. An equally important feature of Transparent Forging is an 

outstanding security feature of the protocol, which can temporarily reduce to zero the 

forging power of nodes who should generate the next block but do not – penalizing 

accounts that do not actively support the network, and distributing that power to nodes 

that do. With transparent forging, even a 90% majority owner of all Nxt will be prevented 

from branching out and forcing a forked blockchain: if a node has 90% of all Nxt, and 

doesn't generate a block when scheduled, the system will reduce its forging power to zero 

temporarily to prevent a bad fork from being forced‖. 

 Network Node: ―A node on the Nxt network is any device that is contributing 

transaction or block data to the network. Any device running the Nxt software is seen as a 

node. Nodes can be subdivided into two types: hallmarked and normal. A hallmarked 

node is simply a node that is tagged with an encrypted token derived from an accounts 

private key; this token can be decoded to reveal a specific Nxt account address and 

balance that are associated with a node. The act of placing a hallmark on a node adds a 

level of accountability and trust, so hallmarked nodes are more trusted than non-

hallmarked nodes on the network. The larger the balance of an account tied to a 

hallmarked node, the more trust is given to that node. While an attacker might wish to 

hallmark a node in order to gain trustworthiness within the network and then use that 

trust for malicious purposes; the barrier to entry (cost of Nxt required to build adequate 

trust) discourages such abuse. Each node on the Nxt network has the ability to process 

and broadcast both transactions and block information. Blocks are validated as they are 

received from other nodes, and in cases where block validation fails, nodes may be 

blacklisted temporarily to prevent the propagation of invalid block data. Each node 

features built-in DDOS (Distributed Denial of Services) defence mechanisms which 

restrict the number of network requests from any peer to 30 per second‖. 
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4.4.6  MaidSafe - 1st Order Data Analysis – Comprehensive Compendium 

 

Cryptocurrency name: 

MaidSafeCoin (MAID) 

 

Logo: 

 

 

 
 

Creator:  

David Irvine 

Date of Analysis: 

14th May, 2015 

Total Coins: 

~4.3 Billion 

Features: 

 

Mined (Yes/No): Yes (called as Farmers) 

Validation mechanism: Proof of Resource 

Hash Algorithm: Kadmelia (DHT) 

Open-source (Yes/No): Yes 

Network Architecture: MaidSafe is a 

distributed data management service – 

SafeCoin is the currency for MaidSafe 

service. 

 

 

 

Date of Introduction: 

February, 2006 

(MaidSafe) 

No of Forks: 

None 

Market Capitalization 

$ 9,216,366 

 

Profit/Non-Profit 

Non-Profit 

 

 

Sources of Raw Data: 

Online: Available from [website]: http://www.maidsafe.net/ 

Online: Available from [whitepaper]: 

https://github.com/maidsafe/Whitepapers/blob/master/Project-Safe.md 

 

We perform the initial data coding of Maidsafe based on the above mentioned sources, 

maintaining the integrity of 1st-order (informant-centric) terms, and we develop a comprehensive 

compendium of 1st-order terms based on these sources.  

 

It includes the following: 

 MaidSafe (Distributed Network or SAFE): ―The MaidSafe vision is to replace today's 

existing server centric and intrusive systems with a fully distributed, safe, secure and 

private network. A network with no third party being able to intercept, copy, steal, sell or 

otherwise access the network‘s data. The SAFE platform provides a distributed network 

that allows developers to create fast and secure applications of any kind. With no API key 

to be purchased and no infrastructure required, developers are not exposed to any 



Page | 47  
 

financial risk with significantly reduced customer acquisition costs‖. ―The SAFE network 

[ref Network] utilises a mathematically complete, peer-to-peer Public Key Infrastructure 

(PKI) authorisation on an autonomous network [ref Autonomous], secured key-value 

storage and reliable Kademlia based routing [ref Routing]. The network is designed to be 

decentralised and has the ability to get rid of Domain Name System (DNS). The PKI 

solution deployed within the SAFE network validates a user‘s identity with mathematical 

certainty. Bitcoin [ref BitCoin] has proved the ability of crypto currencies to disrupt the 

status quo. Bitcoin proposed and executed a very innovative idea, coupled with a well-

considered system design based on the block-chain and proof-of-work concepts. In 

essence, Bitcoin is a partially-decentralised (due to the use of the block chain) digital 

currency on a centralised network. MaidSafe propose a token based economic system on 

the SAFE network. In effect, a decentralised digital currency system on decentralised 

network‖. 

 Safecoin: ―Safecoin is the currency of the SAFE network and a mechanism to incentivize 

and reward end users and developers as well as provide access to network services. End 

users who provide their unused computing resources to the network, called Farmers are 

rewarded in safecoin, while application developers, called Builders earn safecoin in 

proportion to how often their applications are used. Developers who improve the core 

SAFE network code base can also earn safecoin by providing bug fixes and new features. 

In the case of farmers and builders, safecoins are generated and distributed entirely by the 

network, without any human involvement. Core developers are rewarded by polling the 

developer mailing list. Safecoin can only reside within the SAFE network and will be 

stored in a user‘s wallet and used in exchange for network services; such as increased 

storage space and access to network applications. There is no set distribution time for 

safecoins. Unlike many currencies, the distribution of safecoin is backed by information 

and the amount of coins generated by the SAFE network is directly related to the amount 

of resource provided to it‖. ―Safecoin has a predictable cap of 4.3 billion coins and at 

present, only 10% have been released via an intermediary coin, MaidSafeCoin, during 

a crowd sale that took place at the end of April. Safecoins are managed by the network‘s 

Transaction Manager. This is the SAFE equivalent to the block chain; however, in 

SAFE‘s case it is unchained, keeping record of only the existing and previous owner. In 

this respect, safecoin should be thought of as digital cash‖. 

 Proof of Resource: ―In many cryptocurrencies and decentralised networks a proof of 

something is required to allow the network to validate actions or services via a 

mathematically verifiable mechanism. In bitcoin this is achieved by a proof of work. This 

is essentially a hashing technique that requires significant (and growing) computer power 

to achieve. This technique allows bitcoin to confirm transactions and reward 'miners' with 

a block of coins randomly. The SAFE network can validate nodes and their value to the 

network in a very accurate and cryptographically secure manner. The SAFE project will 



Page | 48  
 

use this to create a proof of resource which has some significant advantages. The 

resource in question is a computer's ability to store data chunks, which depends on CPU 

speed, bandwidth, disk space and on-line time, amongst others. This allows the proof to 

be a useful, measurable and an immediately verifiable entity. Proof of resource is a very 

efficient mechanism as its cost is very minimal. Additionally, as a fully decentralised 

network, the SAFE approach allows transactions to be made and confirmed at network 

speed (under a second in some cases). This is due to a distributed Transaction Manager as 

opposed to a blockchain. In the SAFE network, a transaction management system can be 

linked or not. Bitcoin uses a linked blockchain (the chain term) that allows traversal of all 

transactions from the network start. SAFE has chosen an unlinked approach to the 

blockchain. Each user's account information is held by the group of nodes closest to it 

(according to the XOR address distance). The Transaction Manager only holds a 

temporary receipt object during the transaction procedure among users. This temporary 

receipt can be stored permanently allowing proof of the transaction to be maintained or 

destroyed immediately after the transaction is completed, leaving no trace on the 

network. In addition to allowing instant transfers of coins, this mechanism also allows an 

escrow model (a third party acts as moderator to resolve the payment dispute). This 

escrow mechanism is a core component of the currency.‖ 

 Crowd Sale and MaidSafeCoin (an Intermediary coin): ―A crowd sale will enable 

everyone worldwide to seed and be a part of the SAFE project. This will last until 

MaidSafeCoin are sold out (circa $8million). If the all coins are not sold the event will 

end after 30 days. The crowd sale will enable a direct purchase up to ten percent of 

MaidSafeCoin. It is anticipated that soon after the crowd sale commences, MaidSafeCoin 

will be listed on exchanges and will be tradable, right up to the release of safecoin. These 

crowd sale participants will be buying MaidSafeCoin, an intermediary coin that will be 

swapped on a 1:1 ratio for safecoin once the full SAFE network is launched. Purchases 

will be recorded in the bitcoin blockchain via the Master protocol suite. MaidSafe will be 

running a test net initially and will potentially need to bring the network up and down 

during testing. An intermediary coin is required as coins may be destroyed from time to 

time as the network is restarted.‖ ―The MaidSafe coins purchased will be credited as 

safecoins to the participants safecoin wallets as soon as the full network is launched and 

farmers appear online. This allows immediate benefit to the project and will demonstrate 

the desire of all backers to decentralise the Internet, enabling a plethora of new and 

exciting companies to emerge and provide true value at minimal cost. Funds raised from 

this round will be held by the MaidSafe Foundation and will be utilised to house the 

MaidSafe core team and provide financial assistance for a period of three years. It is 

assumed that after three years, the core MaidSafe team will have grown significantly and 

introduced further innovations into the space. There is no founders pool and this is a very 

important aspect of this project. No team should be rewarded by safecoin who have not 

provided value in some respect.‖ 
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4.4.7  Peercoin - 1st Order Data Analysis – Comprehensive Compendium 

  

Cryptocurrency name: 

Peercoin (PPC) 

 

Logo: 

 

 
 

 

Creator:  

Scott Nadal and Sunny King 

Date of Analysis: 

14th May, 2015 

Total Coins: 

2 billion coins 

Features: 

 

Mined (Yes/No): Yes  

Validation mechanism: Proof of Stake (and 

some parts of Proof-of-work) 

Hash Algorithm: SHA-256 

Open-source (Yes/No): Yes 

Network Architecture: Energy efficient and 

more cost-competitive peer-to-peer crypto-

currency 

 

 

Date of Introduction: 

19th August, 2012 

No of Forks: 

51 

Market Capitalization 

$ 7,296,941 

 

Profit/Non-Profit 

Non-Profit 

 

 

Sources of Raw Data: 

Online: Available from [website]: http://www.peercoin.net/ 

Online: Available from [whitepaper]: http://www.peercoin.net/assets/paper/peercoin-paper.pdf 

 

 

We perform the initial data coding of Peercoin based on the above mentioned sources, 

maintaining the integrity of 1st-order (informant-centric) terms, and we develop a comprehensive 

compendium of 1st-order terms based on these sources.  

 

It includes the following: 

 proof-of-stake: ―In October 2011, we have realized that, the concept of coin age can 

facilitate an alternative design known as proof-of-stake, to Bitcoin‘s proof-of-work 

system. We have since formalized a design where proof-of-stake is used to build the 

security model of a peer-to-peer crypto currency and part of its minting process, whereas 

proof-of-work mainly facilitates the initial part of the minting process and gradually 

reduces its significance‖. ―We independently discovered the concept of proof-of-stake 

and the concept of coin age in October 2011, whereby we realized that proof-of-stake can 
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indeed replace most proof-of-work‘s functions with careful redesign of Bitcoin‘s minting 

and security model. This is mainly because, similar to proof-of-work, proof-of-stake 

cannot be easily forged. Of course, this is one of the critical requirements of monetary 

systems - difficulty to counterfeit. Philosophically speaking, money is a form of ‗proof-

of-work‘ in the past thus should be able to substitute proof-of-work all by itself‖. 

 Design of Peercoin: ―This design attempts to demonstrate the viability of future peer-to-

peer crypto-currencies with no dependency on energy consumption. We have named the 

project ppcoin‖. 

 Coin age: “Coin age is simply defined as currency amount times holding period‖. ―In 

order to facilitate the computation of coin age, we introduced a timestamp field into each 

transaction. Block timestamp and transaction timestamp related protocols are 

strengthened to secure the computation of coin age‖. 

 Energy Efficiency: “Proof-of-work helped to give birth to Nakamoto‘s major 

breakthrough, however the nature of proof-of-work means that the crypto-currency is 

dependent on energy consumption, thus introducing significant cost overhead in the 

operation of such networks, which is borne by the users via a combination of inflation 

and transaction fees. As the mint rate slows in Bitcoin network, eventually it could put 

pressure on raising transaction fees to sustain a preferred level of security. One naturally 

asks whether we must maintain energy consumption in order to have a decentralized 

crypto-currency? Thus it is an important milestone both theoretically and technologically, 

to demonstrate that the security of peer-to-peer crypto-currencies does not have to depend 

on energy consumption‖. ―When the proof-of-work mint rate approaches zero, there is 

less and less incentive to mint proof-of-work blocks. Under this long term scenario 

energy consumption in the network may drop to very low levels as disinterested miners 

stop mining proof-of-work blocks. The Bitcoin network faces such risk unless transaction 

volume/fee rises to high enough levels to sustain the energy consumption. Under our 

design even if energy consumption approaches zero the network is still protected by 

proof-of-stake. We call a crypto-currency long-term energy-efficient if energy 

consumption on proof-of-work is allowed to approach zero‖. 

 Block generation under Proof-of-Stake: “An important difference is that the hashing 

operation is done over a limited search space (more specifically one hash per unspent 

wallet-output per second) instead of an unlimited search space as in proof-of-work, thus 

no significant consumption of energy is involved‖. 

 New Minting Process based on Proof-of-stake: “A new minting process is introduced 

for proof-of stake blocks in addition to Bitcoin‘s proof-of-work minting. Proof-of-stake 

block mints coins based on the consumed coin age in the coinstake transaction. A mint 

rate of 1 cent per coin-year consumed is chosen to give rise to a low future inflation rate. 

Even though we kept proof-of-work as part of the minting process to facilitate initial 

minting, it is conceivable that in a pure proof-of-stake system initial minting can be 
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seeded completely in genesis block via a process similar to stock market initial public 

offer (IPO)‖. 

 Main chain protocol: “The protocol for determining which competing block chain wins 

as main chain has been switched over to use consumed coin age. Here every transaction 

in a block contributes its consumed coin age to the score of the block. The block chain 

with highest total consumed coin age is chosen as main chain. This is in contrast to the 

use of proof-of-work in Bitcoin‘s main chain protocol, whereas the total work of the 

block chain is used to determine main chain‖. 

 Duplicate stake-protocol: ―A duplicate-stake protocol is designed to defend against an 

attacker using a single proof-of-stake to generate a multitude of blocks as a denial-of-

service attack. Each node collects the (kernel, timestamp) pair of all coinstake 

transactions it has seen. If a received block contains a duplicate pair as another previously 

received block, we ignore such duplicate-stake block until a successor block is received 

as an orphan block‖. 

 More competitive form of peer-to-peer cryptocurrency: ―Upon validation of our 

design in the Market, we expect proof-of-stake designs to become a potentially more 

competitive form of peer-to-peer crypto-currency to proof-of-work designs due to the 

elimination of dependency on energy consumption, thereby achieving lower 

inflation/lower transaction fees at comparable network security levels‖. 



Page | 52  
 

4.5 Gioia’s Methodology – 2
nd

 Order Themes 

 

The second part of analysis according to Gioia Methodology is to organize 1st-order codes into 

2nd-order theory-centric themes. As we mentioned earlier, for each of the seven cryptocurrencies 

we made comprehensive compendiums in the 1st-order analysis, where we performed data 

coding in order to filter out relevant data from the raw data. Since our research question is (What 

explains the variance of different technology trajectories before the emergence of dominant 

design?) related to technology trajectories.  We perform the 1st-order coding in order to identify 

significant technology features for each of the seven cryptocurrencies and derived the 2nd order 

Themes that we see emerging from our analysis of the 1st-order. Below Table G highlights the 

2nd-order Themes that we derived from our 1st-order findings.   

 

Table G. 2
nd

 order Themes – Gioia Methodology  

Crypto 

currency 

1st-order codes 2nd-order 

themes 

Bitcoin ―First decentralized, trust-less, peer-to-peer crypto graphics 

currency based on consensus‖ 

Original Tech 

Ripple ―The Ripple protocol is currency agnostic. Users can use their 

preferred currency, whether that‘s USD, BTC, XRP, or any other 

currency‖ 

Currency 

Agnostic Tech 

Litecoin ―Faster Transactions and Improved Storage Efficiency: Litecoin 

is a peer-to-peer Internet currency that enables instant, near-zero 

cost payments to anyone in the world.‖ 

Speed Tech 

Dash ―Dash is an open sourced, privacy-centric digital currency. It 

allows you keep your finances private as you make transactions, 

similar to cash.‖ 

Anonymity 

Tech 

Next ―Nxt was written from scratch and is based on all-new code.  Nxt 

improves upon many of the features of Bitcoin, removes some 

disadvantages (e.g. bloated blockchain) and resolves a big 

environmental issue. ―  

2nd Gen Tech 

MaidSafe 

Coin 

―The MaidSafe vision is to replace today's existing server centric 

and intrusive systems with a fully distributed, safe, secure and 

private network. A network with no third party being able to 

Decentralized 

Internet Tech 



Page | 53  
 

intercept, copy, steal, sell or otherwise access the network‘s 

data.‖ 

Peercoin ―Block generation under Proof-of-Stake: An important difference 

is that the hashing operation is done over a limited search space 

(more specifically one hash per unspent wallet-output per 

second) instead of an unlimited search space as in proof-of-work, 

thus no significant consumption of energy is involved.‖ 

 

Environmental 

Tech 

 

Each of these seven theory-centric themes represents a unique technology trajectory. Once we 

had these seven themes we couldn‘t aggregate 2nd-order themes further into over-arching 

theoretical dimensions. 

Let us in more detail analyze how we came up with these different themes for each coin.  

4.5.1 Theme: Original Tech (Bitcoin) 

The innovator, Satoshi Nakamoto, implemented the Bitcoin solution not based on customer 

demands but based on his interpretations of what he thought the new monetary system should be, 

free from involvement of any central authority or corporation, as the existing systems are today. 

At this time there was no one asking for this solution let alone very few did understand it when it 

was presented. It attracted only a very small group of people sharing the same beliefs and ideals, 

being very radical for its time and so it still much is.  

When Bitcoin's entered the market in 2009 it was the first cryptocurrency using the consensus 

mechanism on the market. Even though the different technologies used in the Bitcoin solution 

was by no means new innovations, the combination of them and that the solution was used in a 

totally new context, decentralized digital currency, made it a very disruptive innovation. (2015, 

June 8). Retrieved from https://en.bitcoin.it/wiki/Main_Page.  

Simply we named this original technology trajectory to Original Tech since all existing 

cryptocurrencies of today are related to it.  

4.5.2 Theme: Currency Agnostic Tech (Ripple) 

For-profit organization, Ripple Labs, focuses on bringing a general payment system that can 

handle any existing FIAT currency. The inventors behind Ripple Labs solution do not belief that 

it's possible to become successful with the decentralized consensus model creating a totally new 

digital currency to the market but instead use existing FIAT currency. The acceptance of such a 

solution would be much more accepted by all actors within a society.  
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The technology behind Ripple's solution is a new Internet protocol that interconnects all the 

world‘s disparate financial systems to enable the secure transfer of funds in any currency in real 

time. The NW architecture differs from that of Bitcoin since it requires the involvement of a 

gateway node, which is a third party that has to be trusted to hold money, acting as an exchange 

between parties. (2015, June 8). Retrieved from https://wiki.ripple.com/Main_Page.  

The technology based the idea of that the protocol is a carrier of any type of currency, be it FIAT 

or cryptocurrency, has been adopted by four other cryptocurrencies today. We named the theme 

Currency Agnostic Tech.  

4.5.3 Theme: Speed Tech (Litecoin) 

The focus for Charles Lee, the inventor of Litecoin, believed that the problem with Bitcoin was 

the time it took to verify and post a new set of transactions, known as a block, into the ledger, 

blockchain, which was done every 10 minutes. With Litecoin solution, posting a block of 

transaction into the blockchain, was now four times faster than that of Bitcoin. Due to the 

complex hash algorithm existing in Bitcoin, the need for powerful processor became more and 

more important. That led math computations to move from CPU to GPU and later to be done in 

ASICs. This trend was diverting from the original idea of Satoshi's paper, Mr Lee believed, 

where everyone should be able to participate without investing a lot of money on HW and 

energy. He wanted to make this solution ASIC "resistant" by using another hash algorithm, 

Scrypt, which favour‘s large amounts of high-speed RAM rather than raw processing power 

alone which makes it less attractive to ASIC. (2015, June 9). Retrieved from 

https://litecoin.info/Main_Page.  

Speed improvement of the original concept has been the interest of many other individuals and 

has so far attracted more than 260 following altcoins. The theme was coined Speed Tech.  

4.5.4 Theme: Anonymity Tech (Dash) 

Even though there is no personal name associated to a transaction in Bitcoin there is no perfect 

anonymity because it uses the address of the party in transaction. This address is like a 

pseudonym and is attached to every transaction in the whole blockchain. With analytical tools it 

is easy to link every transaction to a common owner with timestamp, amount, etc and by so 

having a good traceability. This was seen as problem by the inventor Evan Duffield who wanted 

a anonymous system to be a safer and more private alternative to Bitcoin. The solution for 

anonymity was the invention of DarkSend, an implementation that adds privacy to transactions 

by combining identical inputs from multiple users into a single transaction with several outputs. 

Due to the identical inputs, transactions usually cannot be directly traced, making the flow of 

funds more difficult to trace. Dash also applied a four time faster block generation as Litecoin 

previously had done, surely affected by the collective technological frame created by different 

actors, just as Kaplan & Tripsas described in their work Thinking about technology: Applying a 

cognitive lens to technical change. Also the concept of ASIC resistant was adopted but Dash 
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used another technology for hashing, the X11, with mixes eleven different hash algorithms to 

make it very resistant to ASIC processing. (2015, June 9). Retrieved from 

http://en.wiki.dashninja.pl/wiki. 

The anonymous technology has been the belief of one person that ultimately shaped a new 

technology trajectory at the same time affecting the collective technological frame making other 

developers also believe that this is the way forward. Today there are more than 130 different 

altcoins adopting this technology. We named this theme Anonymity Tech. 

4.5.5 Theme: 2nd Gen Tech (NXT) 

The idea behind Nxt represents the belief that the technology already existing is not stable 

enough for future requirements since it has reached its end. Nxt is considered to be a second-

generation cryptocurrency. Today‘s altcoins just add small changes like different hashing 

mechanism, time between blocks, starting difficulty, and so on the source code based on Bitcoin 

originally. Nxt brings much more to the table and was designed this way from the ground up. It 

provides built-in support for robust features such as a decentralized peer-to-peer exchange, 

voting system, messaging/chat, decentralized DNS, and options for instant transactions. The 

implantation of a new mechanism called proof-of-stake was put in place instead of the existing 

proof-of-work, which has it flaws. The so called 51% attack was something that could happen in 

the proof-of-work mechanism and meant that a fraudulent could misuse the system if his total 

hashing power was more than 50%. (We will not explain this further in this thesis)  

Nxt has attracted many followers with similar interpretations of the future. Today there are 11 

different cryptocurrencies that have adopted the technology. We named this theme 2nd Gen 

Tech. (2015, June 9). Retrieved from https://wiki.nxtcrypto.org/wiki/Main_Page. 

4.5.5 Theme: Decentralized Internet Tech (MaidSafeCoin) 

MaidSafe is developed based on a different interpretation of what a distributed consensus system 

is all about. MaidSafe is a fully decentralized platform on which application developers can build 

decentralized applications. The network is made up by individual users who contribute storage, 

computing power and bandwidth to form a world-wide autonomous system. The innovators 

believe that the existing Internet infrastructure is increasingly unable to cope with the demands 

of today‘s amount of connected people, and which is predicted to gto never stop growing. 

Today's architecture, where central servers store and provide access to data is expensive and 

inefficient. Data centres around the world use between 1.1% and 1.5% of the world's electricity 

(growing at 60% per annum) and represent significant expenditure for data centre owners, 

providers and businesses, who all have to pay to host user data and maintain the infrastructure. 

Security of user data has proven to be nearly impossible in today's networks with almost weekly 

reports of ID and password thefts. The creators call this the New Decentralized Internet. We 

named this theme Decentralized Internet. (2015, June 9). Retrieved from 

https://github.com/maidsafe/Whitepapers/blob/master/Project-Safe.md 
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4.5.6 Theme: Environmental Tech (Peercoin) 

Sonny King, the inventor‘s pseudonym, wanted to address the high-energy consumption of 

Bitcoin. The proof-of-stake method of generating coins requires very minimal energy 

consumption, it only requires the energy to run the client software on a computer, as opposed to 

running resource-intensive cryptographic hashing functions. During its early stages of growth, 

most Peercoins will be generated by proof-of-work like Bitcoin, however over time proof-of-

work will be phased out as proof-of-work difficulty increases and block rewards decrease. As 

proof-of-stake becomes the primary source of coin generation, energy consumption (relative to 

market cap) decreases over time. As of January 2014, roughly 90% of new coins being generated 

are still from proof-of-work and the energy consumption of Peercoin uses roughly 30% of the 

energy consumption of Bitcoin.  (2015, June 9). Retrieved from 

https://wiki.peercointalk.org/index.php?title=Peercoin. 

The environmental aspect of the high energy consuming processes has been affecting the 

technology evolution of many other inventors and different approaches have been implemented. 

Example is Solarcoin that is basically a Bitcoin implementation but instead of computational 

proof-of-work, the proof would be mostly physical - an organization or company would be given 

a solarcoin for every 1Mw/hour of energy that they produced using their photovoltaic solar 

arrays. All these environmental efforts fall underneath the same theme we call Environmental 

Tech. (2015, June 9). Retrieved from http://www.coindesk.com/solarcoin-awards-coins-solar-

power-generation 

4.5.7 Conclusion of Empirical Analysis 

Concluding our analysis, we noted that each of these seven cryptocurrencies has being 

influenced greatly by their creator‘s individual beliefs. It is their beliefs that shape the evolution 

of technology in the cryptocurrencies. Furthermore, as we observed that in terms of technology 

the individual‘s beliefs differ significantly. With many adopted to use the same technology 

principle (no third-party, private, peer-to-peer transactions), but with different technology 

solutions, thus enabled them to create many different technology artifacts. Each of these 

technology artifacts differ in terms of technology features and functions from the previous 

cryptocurrencies. Moreover, many of the technology artifacts evolved with the passage of time 

as a result of new functions & features that are developed due to the evolving nature of internet 

& technology. As we observed, especially in the case of NEXT, MaidSafeCoin and Ripple, this 

evolution of technology is a continuous process that is aimed to solve real-world problems with 

innovative technology solutions, and in the process creates many different technology 

trajectories. 
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Chapter 5 – Conclusion 

 

From personal perspective, this thesis for us becomes an exciting journey of learning and 

understanding of a totally new world of cryptocurrencies. The more we learned about this 

revolutionary technology, the more meaningful and relevant it became for us. From the research 

perspective, this study helped us to achieve our aims by investigating: The technological 

development in the cryptocurrency from the socio-cognitive model of technology evolution, and 

to study this evolution of technology into many technology trajectories before the emergence of 

dominant design.  

The methodology we adopted provides us with a valid method for describing and analyzing 

technological trajectories in the cryptocurrencies. In particular, the Gioia methodology helped in 

highlighting specific technological features of the cryptocurrencies through a systematic-process 

of data analysis. Systematic approach in research process through careful data extraction and 

analysis, points out the presence of numerous ―technological themes‖.  Each of these themes 

formed a unique technology trajectory. As we see this technology right now it is in its  era of 

ferment and is moving towards its dominant design.  

From this, we observed that the variance of different technology trajectories emerges because of 

technical uncertainty. Technical uncertainty is created as a result of unknown direction in the life 

cycle of technology. When technology is in its infancy it enables the possibility of interpreting 

the technology in different directions, resulting in high-variation. Thus knowledge agents can 

influence the development of technology according to their beliefs. Moreover, we observed that 

the huge number of variance was possible, because the technology behind it is easy to replicate, 

and more importantly is open-source. Meaning, its freely available for anyone to use and modify. 

Furthermore,  many of these variances existed simply because of greed, as more and more people 

increases their  desire to possess wealth.  

Lastly, as we noted there was no existing demand asking for this innovation. The creator of 

Bitcoin, Satoshi Nakamoto, implemented his own beliefs and interpretations of what he thinks 

the monetary system should be, free from third-party involvement. There was no general sense in 

the society that the existing monetary system should be replaced or let alone could be replaced. 

The beliefs of individuals create the desire to make a change that resulted in the creation of 

technological trajectories. 

5.1 Future Areas of Research 

The development in cryptocurrencies is evolving at a rapid pace. At the same time, with each 

new development, cryptocurrencies are gaining more and more attention from various external 

factors. These external factors include organizations such news/media, social and governmental 

institutions. For example, political and governmental institutions are now examining 
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cryptocurrencies on a serious note. They have now started discussing about impact of 

cryptocurrencies on the traditional fiat system, and started developing legislative laws and rules 

related to control, and monitor their working. At the same time, various governmental and 

privately owned banks started looking into the possibility of using cryptocurrencies as a reliable 

means of processing transactions. Each of these new developments significantly influence in the 

creation of new business models, thus new areas of study and research. Therefore, we see these 

along with many other technology related areas of research that relates to cryptocurrencies. By 

studying and understanding these research areas it will eventual bring new knowledge and shape 

our society in the development of a totally new ecosystem out of the existing one.  
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